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 Company Narrative 1.0

First Data Government Solutions, LP is pleased to provide the Office of Systems Integration 

(OSI) with information on our experience in the electronic visit verification industry and our 

ability to meet the needs of California.  First Data is no stranger to OSI.  First Dataôs experience 

with OSI and California Health and Human Services Agency has been very diverse over the 

past 20 years.  Projects include working with the County Welfare Consortiums and the Welfare 

Department at Los Angeles County, as well as oversight and procurement guidance for the 

CalHEERS Project.  First Dataôs projects with the State include procurement consulting for the 

Appeals Case Management System (ACMS) and program integrity work for Medi-Cal at the 

Department of HealthCare Services and the Department of Social Services. 

1.1 Company Overview 

First Data Government Solutions, LP is the government facing business subsidiary of First Data 

Corporation, a Fortune 500 company ranked #1 in Financial Data Services. First Data 

Corporation was established in 1970 to make payment transactions secure, fast, and easy, 

whether the choice of payment is by debit or credit card, gift card, check or mobile phone, online 

or at the checkout counter. In October 2015, First Data became a publicly traded company 

(NYSE Symbol FDC).   

We combine our extensive payment and transaction processing expertise with government 

program experience to help government agencies meet the demand for lower costs and more 

efficient and effective service.  

First Data is a leader in government electronic commerce: in 

2016, we processed over 2.8 trillion dollars in payments for 

the U.S. Treasury (IRS), and almost 2 million tax payments 

for State customers of remitONE® and StateEFT®.  First 

Data brings this scale, infrastructure, and IT transaction 

processing expertise to the emerging Medicaid EVV market 

space.  In just the first six months of 2017, First Data has 

processed over 1.7 million EVV Medicaid claims each month 

for our statewide AuthentiCare® clients.    

1.2 EVV Experience 

First Dataôs Government Solutions brings 15 years of knowledge and experience providing EVV 

services in the Home and Community Based Services (HCBS) sector. The Electronic Visit 

Verification (EVV) story began in 2002 in South Carolina, with the design and development of 

the first Medicaid EVV solution under an APD grant from CMS that employed Interactive Voice 

Response (IVR) to verify and document services that were provided in recipientsô homes.  This 

experience led to development of First Dataôs EVV product solution ï AuthentiCare® ï which 

has been implemented for multiple states and programs.  The system was expanded to support 

First Data is a leader in 
Medicaid EVV system 
solutions, and we combine 
our expertise with 
government program 
experience to bring our 
clients efficient, effective, 
and secure solutions. 
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statewide multi-payer MCO implementations for Kansas in 2013 and New Mexico in 2014.  This 

was extended to support a multi-agency management model in Alabama in 2017.   

For California, AuthentiCare® can support services managed by a statewide agency, managed 

by county agencies, or even managed by private organizations such as MCOs.  First Data can 

support the program governance and payment model that HHSA determines best meets the 

needs of the State.  Our EVV implementation experience is detailed in the table below. 

Project Services Provided Timeframe 

South Carolina 

Department of 

Health & Human 

Services (DHHS) 

Care Call Project 

First Data provides EVV and fiscal agent services for the 

State of South Carolina. Major system functions include: 

¶ Tracks 6.6 million visits annually 

¶ 17,000 active clients 

¶ Multiple waivers ï e.g. Elderly, Fragile Children, Autism.  

Environmental modification and nursing home transition 

programs. 

¶ Check-in and check-out by Android and Apple (iOS) 

Mobile application with GPS validation since 2013.  

Mandatory for client homes without a landline since May, 

2016.  

¶ Real-time delivery of client service visit information to SC 

via web service interface 

¶ Fiscal Agent and payroll management for self-directed 

services 

¶ Fee for Service but piloting MCO management of some 

services 

Original contracts: 

2002 ï 2007 

 

Extension: August 

2007 ï December 

2012  

 

Third renewal: 

December 2012 ï 

Present  

(Converted to 

AuthentiCare®  

platform.) 

 

Oklahoma 

Department of 

Human Services 

(DHS) 

AuthentiCare®  

Project  

First Data provides EVV for the State of Oklahoma. This 

includes Medicaid IVR, Mobile, Web, and Automated Billing.  

Includes integration of MMIS/OHCA data with IVR/Mobile-

collected data.  System statistics: 

¶ Tracks 3.3 million visits annually 

¶ 19,000 active clients 

¶ Billed over $124mm in claims in the last 12 months 

¶ Fee for service payment model 

¶ Deployed AuthentiCare® Mobile in 2016 

August 2009 ï 

July 2013 

 

March 2016 - 

Present 

Kansas 

Department for 

Aging & Disability 

Services (KDADS) 

AuthentiCare ®   

First Data provides EVV services for 5 waiver programs for 

the elderly and disabled  

¶ Tracks 4.5 million visits annually 

¶ 12,000 active clients 

¶ Billed over $192mm  in claims in the last 12 months 

¶ Converted from Fee for Service to Managed Care in 

2013 (3 MCOs) 

¶ Over 60% self-directed services. 

¶ Employer portal with check in and checkout alerts 

¶ Deployed AuthentiCare® Mobile in 2015 

August 2011 - 

Present 
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Project Services Provided Timeframe 

U.S. Department 

of Veterans 

Administration 

AuthentiCare®   

First Data provides EVV services for the William Jennings 

Bryan Dorn VA Medical Center. The Medical Center 

conducted a Case Study that revealed the following benefits 

of the system: 

¶ Eliminated a 200+ aging bill backlog 

¶ Saved the Pilot VA Medical Center as much as $99,300 

per year, per veteran 

¶ Approximately 520 hours per year of telephone 

¶ support calls and duplicate bill research has been 

eliminated 

August 2013 - 

Present 

New Mexico 

Centennial Care 

AuthentiCare®  

EVV and monitoring services for New Mexico Centennial 

Care, serving providers with mobile, web and IVR 

applications, claims submission, and client portals. 

¶ Tracks 7 million visits annually 

¶ 22,000 active clients 

¶ Billed over $375mm  in claims in the last 12 months to 4 

MCOôs 

¶ ñFrontier modeò Mobile tablet program with MCOôs for 

remote reservation locations 

¶ Continuity of care support for MCO enrollment 

transitions. 

¶ Managed Care model (4 MCOôs) with common EVV 

system 

July 2014 ï 

Present 

Alabama Medicaid 

Agency ï 

AuthentiCare 

Alabama Project  

EVV Web, IVR, and Mobile application services to Alabama 

Home and Community Based Waiver programs.  

¶ System startup October 2017 

¶ Serving 8700 clients at this time 

¶ 5 Waiver programs managed by multiple state agencies 

¶ Complex billing to state MMIS as well as state 

subcontractor using both 837P and 837I 

¶ Fee for service billing on behalf of providers or state 

agencies, depending on waiver.  

October 2017 ï 

Present  

Table 1.1 - First Dataôs EVV Implementation Experience 

1.3 State of California Experience 

First Data has provided services and support to State of California projects since 1992.  During 

that time, we have been instrumental in leading and guiding initiatives and efforts involving 

eligibility systems, health care, Medicaid, and health benefit exchanges.  We have partnered 

with more than 10 California agencies and offices in support of 30 projects.  We know California.  

We understand the Stateôs needs and goals.  We have chosen to highlight the following projects 

as a testament to the experience, capability, and expertise we bring to California. 
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¶ California Department of Health and Childrenôs Services: iSight Project (June 2015 ï 

June 2016) - The Department of Health and Childrenôs Services Medi-Cal division used the 

Pondera Fraud Detection as a Service (FDaaS) to assist the Audits & Investigations (A & I) 

unit in discovering Fraud, Waste and Abuse (FWA) in their caseload. First Data was 

contracted to perform project management activities, manage the FDaaS tasks, and develop 

the case management application. 

¶ California Health Benefit Exchange: California Healthcare Eligibility, Enrollment, and 

Retention System (CalHEERS) Procurement Assistance, Project Management, and 

Technical Support (October 2011 ï August 2016) - The California Health Benefit Exchange 

is an independent public entity within California State Government, and is governed by a 

five-member board appointed by the Governor and Legislature. The Exchange contracted 

with ClearBest, which partnered with First Data, to develop a solicitation document that was 

used to acquire the services of a private sector vendor to develop and operate certain 

functions of the Exchange. In June 2012, the Exchange contracted with First Data to provide 

project management and technical support consulting services to support State project staff 

during the design, development and implementation (DDI) of the California Healthcare 

Eligibility, Enrollment, and Retention System (CalHEERS). 

¶ Los Angeles Department of Public Social Services: LEADER Replacement System 

(LRS) Quality Assurance Services (July 2013 ï Present) - The LRS is part of the State of 

Californiaôs Statewide Automated Welfare System (SAWS), and has replaced the aged Los 

Angeles County LEADER system servicing the welfare needs of 10 million Los Angeles 

County residents and one third of the Stateôs health and human services population.  The 

LRS consolidated existing welfare systems with a modern, standards-based (vendor neutral) 

system using a Service Oriented Architecture (SOA).  The system interfaces with 19 other 

major data sources and supports the Los Angeles County Department of Children and 

Family Services (DCFS), as a result of consolidation of five legacy systems providing 

specialized support to child and family service programs.  First Data has been providing 

quality assurance services, migration planning services, and technical services. 

¶ California Consortium IV (C-IV): C-IV System Planning, Procurement, and QA/IV&V 

Services (August 1997 ï Present) - The California Statewide Automated Welfare System 

(SAWS) Consortium IV (C-IV) is a Joint Powers Authority now comprised of 40 counties.  

The C-IV System is a user-friendly, customer-based, on-line, real-time and fully integrated 

case management system designed to manage public assistance programs.  In compliance 

with passage of ABXI in September 2011, the number of California automated welfare 

systems was consolidated from 3 to 2, incorporating Los Angeles County into the C-IV 

consortium.  The Consortium initially contracted with First Data to conduct a feasibility study, 

lead a business process reengineering (BPR) effort, develop an implementation advance 

planning document (IAPD), develop a solicitation of proposals (SOP) document, provide 

procurement support, assist in contract negotiations, and help prepare the Consortium for 

the development phase.  As of March 2001, First Data has been providing quality assurance 

(QA) and independent verification and validation (IV&V) services beginning with the 

development and implementation phase and continuing through the current maintenance 

and operations phase. 

¶ California State Treasurerôs Office: Electronic Payment Solution Services (March 2016 ï 

Present) ï First Data serves as a subcontractor to Union Bank to provide an electronic 

payment solution for multiple State agencies.  This includes planning, testing, reporting, and 
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quality assurance services. In 2017 (to date), First Data has processed over 1 million 

transactions totaling more than $14 billion dollars. 

 Additional Recommendations 2.0

First Data appreciates the opportunity to provide the California Department of Social Services 

(CDSS) and Department of Health Care Services (DHCS) with additional recommendations 

based on our vast Electronic Visit Verification (EVV) implementation experience across multiple 

states.  As the single EVV vendor in all our states we have implemented both EVV models, the 

Fee for Service Model for our state agency customers, as well as an EVV solution for our 

Managed Care Organizations in other states that were designated by their state agency to 

implement EVV.  This unique and broad experience gives us deep knowledge of the industryôs 

best practices and lessons learned, and we are pleased to share this information with CDSS 

and DHCS. At First Data, it has always been our goal to improve patient care while improving 

program integrity through our AuthentiCare® EVV solution.  We hope to expand this goal further 

with the State of California. 

Company Size 

We suggest that when it comes to selecting an EVV vendor, the State of California should place 

emphasis on the size and financial standing of the vendor. Additionally, data security and the 

capability of having multiple data centers and data redundancy in the case of natural disasters 

should also be a factor.  Finally, the EVV vendorôs investment in technology to mitigate the risk 

of system downtime should also be considered. 

The passage of the 21st Century Cures Act and the EVV 

mandate under it has resulted in the birth of numerous small 

and unrepeatable EVV vendors that have adopted a low-ball 

pricing strategy instead of offering the best value proposition to 

potential EVV customers. Such small vendors may not have 

the financial means or the investment in infrastructure to 

successfully implement and support a large EVV project.   

First Data Government Solutions, LP is the government facing 

business subsidiary of First Data Corporation, a Fortune 500 

company ranked #1 in Financial Data Services. Our core 

business is to make payment transactions secure, fast, and 

easy, whether the choice of payment is by debit or credit card, gift card, check or mobile phone, 

online or at the checkout counter.  Our parent company, First Data Corporation, was established 

in 1970. In October 2015, First Data became a publicly traded company (NYSE Symbol FDC).  

As the global leader in transaction processing and services for financial institutions, retailers, 

and government organizations, California can trust that in addition to being a well-rounded and 

highly qualified company, First Data is also a financially stable organization.  The company has 

strong financial backing, solid revenue growth, ample liquidity, and significant headroom to fund 

all its operations.  The company continues to be confident in its business model, well-balanced 

revenue base, and market-leading position.   

Only First Data has the 
industry experience, 
financial standing, and 
infrastructure 
investment to meet the 
needs of the California 
EVV project. 
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A leader in electronic commerce and payment services, First Data helps power the global 

economy by delivering services in nearly 70 countries and processing more than 2,000 

transactions per second, totaling $1.8 trillion a year. Our unparalleled infrastructure, scale and 

partnerships go ñbeyond the transactionò with next-generation point-of-sale technology fueled by 

powerful analytics to detect fraud and strengthen customer loyalty. 

First Dataôs EVV solution, AuthentiCareÈ, resides within First Dataôs world class data center 

facilities, sharing the same global security policies for HIPAA and PHI that protect First Dataôs 

other transaction processing environments today.  AuthentiCare® provides tight data scoping 

controls that leverage a shared hardware environment and protect data integrity for state and 

provider data sets.   

In addition to the secure processing of HIPAA and PHI related data, AuthentiCare® has built-in 

redundancies to confirm the data is available should an unforeseen outage occur.  The 

AuthentiCareÈ solution is hosted within First Dataôs next generation data centers located in 

Omaha, Nebraska and Chandler, Arizona.  These data centers are located in two 

geographically diverse locations with full redundancies built in between the two sites.  The 

architecture of AuthentiCare® deployment in our two data centers is designed to eliminate 

single points of failure in areas such as servers, networks, storage, and power.  First Dataôs 

database servers operate in a virtualized environment.  If an outage should occur to the 

database server, the latest virtualization technologies allow First Data to quickly and 

automatically move the database functionality to a new instance on different 

hardware.  Additionally, the databases are replicated between the Chandler and Omaha data 

centers.  In the improbable instance where the Chandler data center is rendered unavailable, all 

transactions and functionality will be moved to the Omaha data center and will access the up-to-

date, replicated database. The goal is to deliver high availability and scalability with near zero 

downtime via well thought out disaster recovery (DR) planning process and business continuity 

planning.   

First Data mitigates any downtime through our risk management plans and deploying the 

solution in fully redundant system architecture with real time data replication in geographically 

diverse data centers.   

EVV and State of California Experience 

First Data recommends that when it comes to selecting an EVV vendor, CDSS and DHCS 

consider a potential EVV vendorôs implementation and operations experience for such projects.  

In addition, experience from implementing and operating State of California projects for CDSS 

and DHCS should play an important role in the selection criteria.  

Finally, experience in working directly with Office of Systems Integration (OSI) on their projects 

should also be considered towards the overall experience of State of California experience for a 

potential EVV vendor. OSI is a critical support branch to the California Health and Human 

Services and provides project management, oversight, procurement, and support services for a 

multi-billion dollar portfolio of high criticality projects.  OSI provides such support through 

successful management and deployment of large, complex, mission critical systems to support 

health and human services programs at the state, federal, and local level.  For more than 15 
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years, First Data has worked side-by-side with Health and Human Services in various states 

implementing their vision of an innovative EVV system to monitor and validate the delivery of 

personal care, home, and community-based services to their citizens.  

We entered the EVV market space in 2002 in South Carolina, with the design and development 

of a solution named Care Call, for the State to capture authorized services that were provided in 

beneficiaryôs homes and to verify that they were being performed and billed as prescribed. This 

experience led to our AuthentiCare® EVV solution, which has enabled us to successfully 

implement EVV in multiple states and programs. First Data has the capability to configure an 

EVV system specific to CDSS and DHCS business rules and policies while delivering a system 

that will be the best value proposition in terms of cost, positive return on investment and savings 

to CDSS and DHCS once implemented.  

First Data is the industry leader in EVV solutions and has 

successfully implemented our AuthentiCare® EVV solution 

statewide in five states and one federal agency.  Compared to First 

Data, other EVV vendors do not have the luxury of having such a 

broad experience of multiple and successful statewide 

implementations.   

For specific details on our EVV projects, as well as projects that we 

have implemented and operated for the State of California, please 

refer to Sections 1.2 and 1.3 of this document.  We highlight just two 

of First Dataôs initiatives to demonstrate our experience working with OSI projects: 

¶ California OSI ACMS Procurement Support: The California Office of Systems Integration 

contracted with First Data to provide procurement support to the Department of Social 

Services procurement for an Appeals Case Management System. The process at that time 

was manual and consisted of multiple tasks to schedule, document, and conduct the 

appeals hearing.  First Data worked with OSI and CDSS to develop an RFP to contract with 

a vendor to incorporate the tasks into one application and automate the process.  

¶ Los Angeles LEADER Replacement System (LRS): The LRS Project is part of the State 

of Californiaôs Statewide Automated Welfare System (SAWS), replacing the aging Los 

Angeles County LEADER system which services the welfare needs of 10 million Los 

Angeles County residents and one third of the Stateôs health and human services 

population. The Los Angeles Department of Public Social Services (DPSS) is responsible 

for the management of the current LEADER system and is overseeing the project to create 

the LEADER Replacement System (LRS). 

 

As a part of Los Angeles Countyôs (County) LRS management effort, First Data is providing 

project management and technical quality assurance services. First Data also provides 

project management quality assurance services to support the overall success of the DPSS 

project portfolio, including supporting the governance and change management processes 

for legacy systems (e.g., LEADER, GEARS, and GROW) and the transition to future 

systems, which will include the LRS and associated information technology projects. 

First Data is 
the industry 
leader in 
electronic visit 
verification. 
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Project Management Methodology  

We recommend that CDSS and DHCS pay close attention to the project management 

methodology of any potential EVV vendor.  It is important that a project of this size and 

magnitude be delivered on schedule, within budget, and without any major risks associated with 

the project. 

As part of our implementation and project management methodology, First Data brings the 

necessary expertise and knowledge in EVV programs to provide the State of California with 

over 15 years of EVV project delivery and insight.   

The First Data project methodology is based upon the following six phases:  

 

¶ Project Initiation - During the initiation phase, a kick-off meeting is held with project 

resources from CDSS and DHCS and First Data. Project team members are introduced, and 

the project schedule and other required plans are reviewed make sure everyone has an 

understanding of dates, deliverables, and responsibilities of the participants.  

¶ Planning - In the planning phase, Joint Application Configurations (JAC) sessions are held 

and the system integration plan is finalized.  During the JAC sessions, key members of the 

First Data Team are onsite to discuss in detail all of the system items that need to be 

configured within the solution to meet the CDSS and DHCS requirements. In addition, the 

Requirements Traceability Matrix (RTM) will be reviewed during the onsite sessions to 

confirm that all implementation requirements in the RFP have been accounted for. The RTM 

will be updated and reviewed throughout the project lifecycle.  

¶ Configuration - In the configuration phase, the specific system configuration items identified 

in the JAC sessions are implemented and tested to verify they meet the needs and 

expectations of CDSS and DHCS and other stakeholders.    

¶ Deployment - The deployment phase involves activities related to using the system and 

includes importing test data and testing.  It also includes production readiness activities, 

such as importing of production data, production system validation, and client acceptance.  

During the deployment phase, the application is promoted through the test environments 

after project team and quality assurance testing has been completed. The State has the 

opportunity to perform Client Acceptance Testing (CAT) and validate that all requirements 

have been delivered. After CAT testing is complete, the State is expected to sign-off that the 

application is ready for the next stage of deploymentï testing and validation of the 

application.  

Provider outreach and training are a critical component of any successful deployment and 

First Data has a comprehensive and complete outreach and training program for state staff, 

providers and beneficiaries that will be utilized during Californiaôs EVV implementation.  This 

program is described in more detail in a later section of this document.  

¶ Operations - The system is now in a go-live mode. The First Data Team is readily available 

and engaged to provide the necessary support for a smooth and successful launch to CDSS 
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and DHCS as well as the provider community.  During this phase, ongoing support is 

transitioned to the First Data Client Services Help Desk.  For the first thirty (30) days, the 

project team will remain fully engaged and work hand-in-hand with the First Data Client 

Services Help Desk to support a smooth transition.  First Dataôs operational strategy is 

described in detail in the Operations Support Section below. 

¶ Project Close and Sign-off - This phase closes out the implementation of the project and 

transitions it to routine operations with the First Data Account Manager.  A post-

implementation review is performed to confirm all requirements have been met and to 

publish results from the Lessons Learned session.  During this phase, the State will formally 

sign off on the project verifying that the RFP requirements have been implemented.  

EVV Infrastructure 

When it comes to EVV infrastructure, California should look towards a vendor that offers a best 

in class solution that is configurable and can capture EVV transactions through application 

mobile application, and an IVR that is configurable and can be customized to the requirements 

of the California EVV program. Additionally, the EVV vendor should be able to offer Web 

Services technology for real time data transfer to and from CMIPS to the vendorôs EVV 

databases.  

IVR 

The IVR functionality should be built on the latest technology that supports multi-client and 

multi-service visits, activities, and observations, and is flexible enough to add and remove 

services and select standard business rules.  

The First Data AuthentiCare® IVR solution meets these requirements.  Its technology was 

refreshed in 2016 to the latest generation of Genesys IP telecom technology and IP digital 

network from Verizon.  While the standard IVR solution supports English and Spanish, the IVR 

infrastructure is built on First Dataôs proprietary AccessNet® platform that supports adding other 

languages.  AccessNet® can also support a separate phone number for TTD.  First Data would 

configure the IVR languages to meet the needs of the California programs and user populations. 

Mobile Application 

The mobile application being used for EVV should be compatible with both iOS and Android® 

platforms and should be able to support multiple devices, including personal smart phones or 

tablets, to capture EVV transactions and transmit them to the vendorôs databases.  Additionally, 

the mobile application should include a data Store and Forward feature that allows caregivers to 

render services in remote areas that may not have Wi-Fi or electric connectivity.  Specifically, 

the mobile application should allow a caregiver to check in and check out while providing 

services in such areas and store the check in and check out data on the caregiverôs mobile 

device for up to a specified number of days.  Once a caregiver comes back into a Wi-Fi zone, 

the application should automatically synch the locally stored data on the device with the EVV 

vendorôs databases and download any other data updates that may have been entered in the 

system since the caregiverôs last synch with the database.  
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First Dataôs mobile application has built in Store and Forward technology as a standard offering 

for state agencies.  We believe this feature will also add value in some of the more remote 

areas of California.  Our Store and Forward feature of the mobile application is configurable and 

the threshold for the number of days it stores data locally on the caregiverôs device can be 

configured according to the business rules and requirements of the California EVV program.  

Our default setting for this threshold is seven days after which a caregiver must come back to a 

Wi-Fi zone to synch with our databases.  Keeping data security considerations in perspective, 

our recommendation is that California not exceed this threshold beyond seven days.  

The Mobile application First Data would propose for California supports English and Spanish in 

the standard offering, but has application resources that can be configured to support additional 

language translations.  First Data would work with OSI and HHSA to determine which 

languages are appropriate for the California programs and user populations. 

First Data recently enhanced its AuthentiCare® mobile application to support IVR business 

rules, such as multi-client and multi-service visits, activities, and observations, and to provide 

store and forward capability for cases where there is no data service at the clientôs home.  First 

Data has continued to actively roll out and support the AuthentiCare® Mobile product and learn 

from our users in order to enhance functionality, security, and reliability, particularly in the 

moving target that is the universe of Android® and IOS devices. 

Web Service APIs 

The First Data AuthentiCare® system offers the capability to have data that is transferred in 

near real time to and from a Stateôs MMIS or Case Management and Payroll system such as 

CMIPS using secure JSON/REST web service APIs hosted by First Data. Our AuthentiCare® 

platform has been operating in South Carolina with these services since 2013, and we have 

been utilizing this production experience to enhance throughput, reliability, and security on an 

ongoing basis. We do not anticipate any issues utilizing this technology to build a similar 

interface to and from the CMIPS system for real time data transfer services.  

Staff Experience 

Our recommendation is that CDSS and DHCS should lean towards an EVV vendor that has 

experienced staff with the capability to successfully implement and manage a large EVV 

program such as Californiaôs.  Staff quality and commitment to an EVV program makes the 

difference between a successful implementation and lasting relationships with the stakeholders 

versus an unsuccessful and costly implementation that does not meet the standards that CDSS 

and DHCS expect from their vendor.  

First Data is proud to have experienced staff on the ground currently working on State of 

California projects.  In particular, we would like to mention our team has been supporting and 

managing the Interim Statewide Automated Welfare System (ISAWS) Migration project for the 

four-county consortium also known as C-IV.  Our role on this project has been that of providing 

Independent Verification and Validation (IV&V) as well as Quality Assurance (QA) services to 

the C-IV Consortium.  Our staff has the built and enhanced this relationship with the State 

project team since 2001 and we are currently the incumbent vendor for such services.   
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The First Data staff selection processes are deliberate and comprehensive. They are based on 

each team memberôs proven ability to accomplish the scope of work efficiently, effectively, and 

with quality results. This commitment starts at the top, with an experienced management team 

skilled in web-based solutions specific to Medicaid programs. This experience enables our team 

to bring solutions, implementation strategies, and best practices from some of the latest 

electronic visit verification projects in the country, including the knowledge and lessons learned 

from AuthentiCare® implementations across multiple states.  

Scalable and Configurable EVV Solution 

We recommend that CDSS and DHCS pay special attention to the functionality of any EVV 

solution that is being proposed.  Not all solutions will be flexible and scalable enough to be 

configured to meet the business rules and needs of CDSS and DHCS to deliver In Home 

Support Services (IHSS) and Waiver Personal Care Services (WPCS) services to beneficiaries 

in a timely, accurate, and cost-effective manner. 

An EVV solution should be designed for personal and home care programs with provider 

features, a statewide focus, and the capability to support high transactions volumes that 

California will have. The EVV solution should be scalable and flexible so that it is adaptable to 

various FEA and Consumer/Self-Directed Models with overtime calculation for FLSA 

compliance. It should accommodate flexible scheduling features instead of rigid requirements 

that some other EVV vendors have as part of their solution.  

Data integrity, privacy, and protection should also be a vital component of any EVV solution that 

CDSS and DHCS should consider for California.  The EVV vendor selected by CDSS and 

DHCS should be able to demonstrate that their provider and beneficiary data is scoped and 

meets the privacy requirements as well as HIPAA and PHI compliance while supporting role 

based views for the State, Providers, Case Managers, and Care Coordinators.    

Provider Outreach and Training 

Provider outreach and training is a critical component of a successful EVV project 

implementation.  The EVV vendor selected by CDSS and DHCS should offer a comprehensive 

approach to training, including a user manual, and if required, onsite training and interactive 

training modules.  

CDSS and DHCS staff, agency, and individual providers should be able to access the training 

material on their own and at any time. Additionally, a separate training environment including 

web, IVR, and mobile should be offered where each agency and individual provider can 

simulate actual EVV transactions to become familiar with the system functionality.  

As part of the implementation of our AuthentiCare® EVV solution, we provide the necessary 

training material, including a user manual and web-based training resources.  Additionally, if 

required, First Dataôs training team is adequately staffed and capable to conduct onsite training 

sessions across various sites in California.   

First Data also provides a sophisticated and full training environment for both mobile and IVR 

functionality, with complete training scenarios that simulate transactions that would occur in a 
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live production environment.  The training environment can be set up with agency and individual 

provider profiles in multiple languages that meet California program requirements.  

Some of the key features of the First Data AuthentiCare® training environment include: 

¶ An environment that is hosted on production infrastructure, with full production capacity 

available to take simultaneous training IVR calls and Mobile Application transactions, but 

with training data completely separated from real production data.  Service, Activity, and 

Observation setup is synchronized with production.  Users in the training environment 

experience the same responses they receive in normal production visit activity.   

¶ The design of the training environment is such that classes of over one hundred people 

could use it at the same time without any sacrificing any system performance.  

Operations Support 

Our recommendation is that CDSS and DHCS should evaluate all EVV vendors in terms of their 

post-implementation operational support strategy.  At a minimum, an EVV vendor should be 

prepared to offer the following as part of their post implementation operational support for the 

project:  

EVV Help Desk with Multiple Levels of Staffing 

As part of their post implementation strategy, an EVV vendor should include a help desk that 

has multiple levels of staffing and is equipped to handle the volume of calls from agency and 

individual providers. The help desk should be able to conduct research on their issues and 

provide resolution.  The ideal set up of such a call center should include: 

¶ Tier 1 Call Center Representatives ï serves as the first line of contact for agency and 

individual providers to reset passwords, research claims, review authorizations and provide 

minor training and education. They work with providers to address simple or user related 

issues.  They have the ability to answer questions about check-in/out issues, schedules, 

reports, and other concerns related to the EVV system.  Many of these types of inquiries 

also have information available in the supplied User Manual and web-based training 

resources. Tier 1 will escalate to Tier 2 as necessary. 

¶ Tier 2 Help Desk Specialists ï provides support outside of core houses. Tier 2 Specialists 

have a strong understanding of the application and strong compliance requirements for our 

customers. They have the ability to research reported concerns through application log 

research, review authorizations and data files received from and sent to DXC and CMIPS 

via the CURAM application to determine any issues, and provide in-depth troubleshooting of 

EVV software and systems.  In some instances, beneficiary concerns that reach the Tier 2 

Specialists will be used for training purposes to educate Tier 1 associates to promote 

knowledge sharing. Tier 2 will escalate to Tier 3 as necessary. 

¶ Tier 3 Subject Matter Expert ï provides subject matter expertise to Tier 1 and Tier 2 staff 

members and acts as an escalation point on advanced issues. They provide advanced data 

research capabilities along with providing analytical analysis needed to review relationships 

and outcomes based on business rule and application code functionality. Tier 3 resources 



  Request for Information: CMIPS EVV 
   Informational Response 

  Page 13 

are comprised of EVV experts from various departments and are assigned to issues when 

needed through a formal escalation process.  

First Data is pleased to state that our AuthentiCare® help desk is set up with multiple levels of 

staffing as recommended above, and we use this methodology to support our EVV customers 

across multiple states. Both the CDSS and DHCS project teams can trust that we are fully 

capable and equipped to handle the large call volume from IHSS and WPCS providers and 

beneficiaries and provide complete and timely resolution to their issues.  

Biweekly Operational Meetings 

One of components of operation management is an open communication line between CDSS, 

DHCS, OSI, and the EVV vendorôs team.  An EVV vendor should offer opportunities such as 

regular (on an agreed-upon schedule) meetings where new operational issues can be brought 

up and updates on other open issues can be discussed.  

Provider Forums  

An EVV vendor should believe in hosting provider forums via online or call-in formats at least 

quarterly.  These meetings should be open to all providers as well as CDSS and DHCS staff, 

and provide an opportunity for providers to weigh in on operational observations and suggest 

product enhancements. These meetings are important in maintaining open communication 

regarding the EVV system and its ability to meet the needs of the state and its provider and 

beneficiary community. The First Data operations management strategy involves these 

components. During such meetings, the First Data Operations Manager will present an agenda, 

facilitate the calls, and capture meeting minutes.  Our experience hosting such meetings in our 

other EVV project states shows that they have proven to be very valuable in strengthening the 

relationship between First Data, the state staff, and the provider community through open lines 

of communication.  

Software as a Service  

We recommend that CDSS and DHCS consider an EVV vendor that offers their solution on a 

Software as a Service (SaaS) Platform.  This is necessary to prevent the cost of purchasing 

software or hardware and the task of installation on various work stations that may be used by 

CDSS and DHCS staff and providers to access the solution.  Under a SaaS model, CDSS and 

DHCS project team members, as well as agency and individual providers, can be boarded on 

the EVV system and issued their unique user identification and password to access the system.  

Upon successful authentication they will be able to log in to the system and start using the 

system immediately through an internet connection.  

As described in our response in Section 3 (Question 12), the First Data AuthentiCare® platform 

is a Software as a Service (SaaS) solution designed to support the business rules of unique 

Medicaid programs in various states across the country, with each state having the platform 

modules relevant to their needs.  As part of our  AuthentiCare® solution multiple configurations 

with different business rules based on statesô unique program and service requirements are 

captured through a configuration code, while user preferences are pulled when the user logs in.  
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The benefit of a SaaS solution such as AuthentiCare® is that custom software development is 

typically not required because it is 1) a ready to use product; 2) business rules are defined via 

configuration setup screens; and 3) the solutions standards of AuthentiCare® have proven track 

records in states including South Carolina, Kansas, New Mexico, Oklahoma, and most recently 

Alabama. These standards can also be leveraged in California and can be further configured to 

meet specific program needs.  

Single EVV Vendor versus Multiple EVV Vendors 

This is a topic that is being widely discussed in the EVV industry and promoted by some EVV 

vendors.  Some of these vendors may urge CDSS and DHCS to consider such an EVV model 

where providers select their own EVV vendor. This will result in multiple EVV vendors in 

California providing IHSS and WPCS services.   

As part of our recommendation as the industry leader in EVV solutions, First Data would like to 

highlight the EVV industryôs concern with this approach. Based on our EVV experience and 

industry best practices, we share the same concern.  Our goal is to provide all our potential and 

future customers with information that will enable them to make an informed decision and select 

an EVV model that works for their state and stakeholders.   

By allowing multiple EVV vendors to perform services in California, CDSS and DHCS could be 

compromising the ability to have an EVV vendor that acts on behalf of the beneficiary and 

CDSS and DHCS. Data integrity and accuracy under this model can be compromised as there 

are no guarantees that the beneficiaries received the care they were authorized for and the 

state is paying for.  There could be EVV vendors or contractors operating in California that have 

a business or financial interest in what the data states instead of submitting actual claims data 

of when, where, and what services were performed and by whom.  

Additionally, by having multiple EVV vendors operating in the state, CDSS will also run the risk 

of having multiple interfaces trying to integrate with CMIPS and its payroll engine.  That in itself 

poses a project and data integrity risk. There are no guarantees that some of the smaller EVV 

vendors will adhere to the latest industry data security standards and they could expose CMIPS 

and its payroll engine to data corruption or breach risks.  

Finally, there is the data liability issue to consider.  With multiple EVV vendors the question 

becomes ñwho is liable for the accuracy and integrity of the data that is being submitted to 

CMIPS and the payroll engine for claims payments?ò Is it CDSS, DHCS, or the provider that 

submitted the data?  

Considering these factors, our recommendation is the CDSS and OSI consider a single EVV 

vendor that is directly contracted with them or their contractor.  This approach will support that 

the EVV vendor is working for the State or their contractor, and also allow the State to apply for 

federal funding under the 21st Century Cures Act for implementation and operation of an EVV 

system.  

At the same time, First Data has the technology and infrastructure to support both EVV models. 

Specifically, we can be the single EVV vendor in a state providing services or part of a group of 
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multiple vendors that a state selects to provide EVV services.  Our claims data aggregator EVV 

technology allows us the flexibility to successfully provide EVV services regardless of which 

EVV model a state selects.  

Successful Track Record of Integration to DXC  

First Data recommends that CDSS and DHCS closely evaluate a vendorôs capabilities and 

proven experience of integration with state MMIS systems, and in particular those operated by 

DXC Corporation as the incumbent vendor who operates and manages the CMIPS system on 

behalf of CDSS and DHCS. Further, when identifying an EVV vendor, the State should weigh 

heavily the accuracy record of the EVV vendor when it comes to submitting claims into a DXC 

managed MMIS system. The EVV vendor should have the technological prowess and 

experience to build a flexible and configurable interface into DXC Corporation and CMIPS.  The 

interface should be able to seamlessly handle the transaction and claims volume and submit 

claims data for payment to the payment processes currently in place in California for IHSS and 

WPCS services.   

It is our recommendation that CDSS and DHCS should look at all the potential risks and 

challenges that could be associated with any solutions that recommend completely replacing 

the payment systems currently in place as part of CMIPS.   We think such a solution would be 

huge project risk when it comes to paying providers in a timely and accurate manner.   

Instead, First Dataôs recommendation is that CDSS and DHCS should lean towards a vendor 

that has the experience and can easily build an interface into CMIPS and the payment system.  

The EVV Vendor  should be able to leverage the existing timesheet and payment portal system 

of CMIPS and supply EVV check-in/check-out data for services rendered as well as the type of 

services provided under IHSS and WPCS, so that providers continue to get paid without 

interruption. Such integration into CMIPS and its payroll system is going to be a cost efficient 

and low risk solution for CDSS and DHCS.  

EVV vendors that have a history of challenges integrating with DXC MMIS systems for 

submitting providers claims accurately and timely should be considered as potential risks to a 

successful EVV implementation in California.  Unlike our competition, First Data has 

successfully built and is maintaining interfaces to DXC managed MMIS systems in various 

states. Further, we have a proven and successful track record of submitting claims at a high rate 

of accuracy. As part of our integration into the DXC MMIS system various states, 99.4 percent 

of claims submitted from AuthentiCare® to their system paid successfully and we anticipate 

having the same type of success integrating into the CMIPS system and its payroll engine for 

provider claims submissions for payment.   

Currently, we are integrated with a DXC operated and managed MMIS system in the following 

states:   

¶ Oklahoma: Since our operation in 2009, 4 million claims have been processed annually for 

more than 300 provider locations and 26,000 beneficiaries. , 99.5 percent of submitted 

claims were transmitted and paid, via an 837 specification compliant file to the DXC MMIS 

portal.  
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¶ Kansas: Since 2010, 4 million claims have been processed annually for more than 600 

provider locations and 21,000 beneficiaries. , 99.3 percent of submitted claims were 

transmitted via an 837 specification compliant file to the DXC MMIS portal for adjudication.  

¶ Alabama: AuthentiCare® went live on October 1st, 2017. In the first month of operation, 

300,000 claims have been processed and 837 and 835 files are being exchanged via secure 

File Gateway with the DXC operated and managed MMIS system.  

EVV Benefits to the State, Providers, and Agencies 

As CDSS and DHCS continue their planning and research for a viable EVV solution, First Data 

recommends that the long-term benefits of EVV to the State, the provider community, and the 

beneficiaries should continue to be focus of this project. CDSS and DHCS will have the 

opportunity to evaluate the various EVV vendors and their solutions and the benefits they bring 

to the State and its stakeholders.   

First Dataôs AuthentiCareÈ EVV system, through its comprehensive design as well as scalable 

and configurable technology, is able to encompass benefits such as tangible savings, client 

well-being, and program quality, and pass them to the state and all of its EVV stakeholders. Our 

experience has demonstrated that these benefits can be maximized for stakeholders when a 

single EVV vendor acting on behalf of the state or the agency managing beneficiary care is 

used to deliver EVV services.  These benefits are highlighted in the table below. 

Benefit to State  How Does this Help? 

Maintain full Medicaid funding by complying with 

21st Century Cures Act mandate 

Avoid penalties for non-compliance with the Act 

Federal funding for 90% of implementation and 

75% of operating cost 

Very low proportional investment required from the 

state 

Pay only for services actually delivered; pay only 

for full duration of visit 

 

Typical savings of 4-5% of Medicaid home care 

spending from not paying for missed services or 

foreshortened visits. Serve more people and an 

aging population with same funding. 

Reduce Nursing Home utilization 

 

Typical savings of 30% by caring for a client at 

home or day facility but varies greatly by 

individual. 

Transparent records deter and reduce waste and 

fraud. 

Additional savings, but varies by program and 

strength of existing controls. 

Full audit trail of services Better visibility leads to better management of 

recipient care. 

Better data-driven management of waiver 

programs 

Real data is available to identify best practices 

and optimize care 

Table 2.1 ï EVV Benefits for the State 
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Providers and Agencies 

Benefit to Providers and Agencies How Does this Help? 

¶ Automates scheduling and managing service 

delivery 

¶ Eliminates time sheets and time sheet 

processing 

Particularly valuable to small and medium sized 

agencies that canôt invest in automation. 

¶ Real time tracking of where workers are 

¶ Alerts for late or missed scheduled visits 

¶ Service dashboards to identify issues and 

address them 

Puts real time management and deployment of 

workers online for providers. 

¶ Automated service billing ï provider simply 

edits and approves 

Eliminates service bureau per claim submission 

charges 

¶ Automates plan of care activity checklist 

¶ Gathers observations of recipient issues 

Reduces administration paperwork.  Verifies that 

clients are receiving appropriate care and follow 

up. 

¶ Fast, on time payment (usually the next 

payment cycle) 

¶ Manages exceptions and tracks payments 

¶ Integrates with back end office and payroll 

systems 

Speeds reimbursement cash flow. 

Automates claim and payment processes. 

Table 2.2 ï EVV Benefits to Providers and Agencies 
 

 CMIPS Questions 3.0

First Data provides the following responses to the general questions below. 

1. Describe how your company delivers this type of electronic verification solution or 

service in similar Medicare and Medicaid settings, or other similar health care 

settings for consumer directed personal care and/or home care service delivery.  

Include a description of the population characteristics of individuals currently served 

by your system(s) and include the number of members. 

The First Data Electronic Verification Solution  

First Data provides Electronic Visit Verification (EVV) services for Medicaid settings by providing 

an enterprise-scale, hosted AuthentiCare® application solution, delivering Software as a Service 

(SaaS).  First Dataôs AuthentiCareÈ solution provides sophisticated real time location, time, and 

service data capture as beneficiaries receive services.  The platform includes a set of modules 

for scheduling and appointments, time and attendance tracking, claim creation and editing, 

billing, and reporting that can be turned on and off and configured to meet the business rule 

requirements of different agency Medicaid programs.  AuthentiCare® is designed to validate 

that beneficiaries are receiving authorized services according to their care plans in home or 
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facility settings, while automating worker time keeping and compliance with Fair Labor 

Standards Act (FLSA) records requirements. 

Visit information is collected through phone calls to a toll-free Interactive Voice Response 

(IVR) system or through a free GPS-enabled Android or Apple Mobile Application to confirm 

workers with the appropriate credentials are providing care at the correct locations, to the right 

consumer, for the authorized services, and during the required timeframe. To validate service 

location, the IVR utilizes Automatic Number Identification (ANI)/Caller ID technology provided by 

telecommunication carriers to validate land line phone location, while the AuthentiCare® mobile 

app uses the mobile phone or tablet GPS location services to record the location coordinates.  

With First Data, OSI has flexibility in meeting the needs of each of the HHSA programs.  For 

example, for the individual provider model programs, where there has been considerable 

investment in the existing CMIPS solution and training of providers to use it, First Data can 

provide a time clock or draft EVV time sheet solution to feed the existing platform ï even in real 

time by secure web service.  For the agency programs, First Data can configure a more 

extensive, integrated EVV solution that provides full lifecycle support of care delivery, from 

authorization, to scheduling, to billing, to payment.  AuthentiCare® provides robust reporting 

capabilities in both models to facilitate HHSAôs need to make informed policy and program 

management decisions. Reporting also makes audit and oversight activities easier and simpler, 

with standard data for worker activity. AuthentiCare® EVV allows HHSA to manage costs, 

maximize agency responsiveness to individuals served, improve internal efficiencies, and 

confirm that beneficiaries are actually receiving the approved services.. 

Population Characteristics  

AuthentiCare® is being used in multiple markets primarily for aging and disabilities populations. 

In some states it is also being used for medically fragile or autistic children and for rehabilitation 

therapy services.  This includes individuals served in consumer or self-directed models, as well 

as agency directed services. Just about any service delivery can be tracked and billed through 

AuthentiCare®, including typical in-home attendant or personal care; skilled care such as 

nursing, therapy services, case management visits; adult or child day care; home delivered 

meals; pest control and bedbug abatement; and even administrative monthly charges or rentals. 

The number of members registered in our AuthentiCare® 2017 client base is approximately 

473,000.  About 130,000 of these received services recorded in AuthentiCare® in 2017 through 

October. 

2. Provide a detailed description of the EVV System: 

a. Functionality of the system, including the devices, methods of data collection, 

technology and infrastructure requirements for both individuals receiving services 

(recipients) and service providers (providers) (e.g., land-line telephones, cell phones, 

in-home fixed device, tablet, internet, GPS). 
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First Dataôs AuthentiCareÈ solution offers different forms of technology to verify visit 

information. This would give HHSAôs providers and workers flexibility to choose the technology 

that best fits the beneficiaryôs situation and location of service. 

Integrated GPS-Enabled Apps: AuthentiCare Mobile Application 

The AuthentiCare® platform provides free AuthentiCare® Mobile Apps 

(available in the Apple App Store and the Google Play Store). The Apps 

support Apple devices with iOS 8 or greater, and Android devices with 

Android 4.4 or greater.  They use the network time and GPS location 

services on these devices to verify the time and location of care delivery. 

The apps track scheduled appointments and unscheduled visits, and 

provide fast, easy processing for a caregiver to check in at the start of care 

and check out when finished. The apps use a HIPAA-compliant, secure 

connection to an AuthentiCare® web service portal to record visit activity 

when it has a connection to the internet, and stores encrypted visit data on 

the device for delayed transmission when there is no Wi-Fi or 4G data 

coverage. The apps minimize device GPS and data traffic to keep battery 

and data consumption low. (Data consumption is typically less than 50 

MB per month for a worker doing 5 visits per week.)  

The AuthentiCare® system platform establishes a geo-fence around address location(s) stored 

on the client record and verifies that the check-in and check-out locations are within the clientôs 

geo-fence. 

In addition, the AuthentiCareÈ mobile app provides a number of key features to HHSAôs user 

community: 

¶ HIPAA-compliant security ï All data on the device and in transit is Advanced Encryption 

Standard (AES) encrypted. The app requires two factor authentication of users ï user login 

and device registration to the user. 

¶ Secure store and forward technology ï Typically, in up to 20% of care locations there is 

no 4G data service at the indoor place of service. AuthentiCare® allows the user to record 

time and GPS location of service in the app at the time and place service is delivered. The 

information is recorded in the online system when the worker carries the device to a location 

that has Wi-Fi or 4G data service. The iOS and Android apps have a page banner that turns 

red when there is no data connection or the device is in airplane mode. The banner turns 

white when the device reestablishes a data connection, so that user can tell when data 

services are available. 

¶ Fixed location device not needed ï Some EVV systems manage care delivery where 

there is no phone or data service by requiring a fixed device. These solutions tend to be 

unreliable as the device gets misplaced, has its battery run out, or has a worker pocket it 

and use it at another location. With store and forward, the mobile device time and location 

services are used for EVV and a fixed device is not needed. 

¶ ñLearn Modeò coordinate refinement ï The AuthentiCare® web portal allows case 

managers or care coordinators to view client coordinates on a map, enter coordinates from 

a web application such as Google Maps, or update coordinates that are incorrect. It also 

Mobile Application ï 
iPhone 
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provides a ñlearn modeò that uses actual coordinates recorded during care visits to refine 

coordinates on the client record. 

The AuthentiCare® Mobile app has two modes that are both likely to be used in California, 

depending on the client and the location of care. Individual workers can be set up in 

AuthentiCare® to use the mode that best fits the services they provide. 

Standard Mode: The Standard mode of the AuthentiCare® mobile app is 

intended for use in situations where the worker will have Wi-Fi or 4G 

connection most of the day, and particularly at the beginning and end of the 

day. This would typically be in-town users where cell coverage is good. The 

worker logs in each day with their registered iOS or Android device, and 

downloads a list of their appointments for the day. The worker then checks in 

and out for each visit during the day. If the worker is in an area with a data 

connection, their activity is pushed to the web portal in real time, and their 

home office can view the activity in the AuthentiCare® web portal. If the 

worker does not have a data connection, their activity is stored on the 

device, and the user receives periodic reminders to return to a location with 

data service to allow the device to record the activity in the portal. If the worker needs to do an 

unscheduled visit, standard mode also provides for a real time search for nearby authorized 

clients if in an area with data service. 

Frontier Mode:  The Frontier mode of the AuthentiCare® mobile app is intended 

for use in situations where the worker lives and delivers services in an area with 

no Wi-Fi or 4G data service, and potentially even without electricity. In these 

cases, the worker can use a vehicle charger to keep their mobile device charged, 

and can use the mobile app store and forward technology to record up to 7 days 

of activity before returning to a location with Wi-Fi or data service to upload their 

visit information. Since GPS service is a satellite-based technology, in most 

locations even if cellular service is not available the GPS coordinates can still be 

captured and stored, especially if the worker checks in or out from a front porch 

or other location with a sky view (working like satellite radio). The worker 

begins a cycle of up to 7 days by going to a location with data service and 

downloading a list of scheduled appointments and a list of their assigned 

clients. The worker goes to their remote location and enters check-in and check-out information 

as the worker provides service. The worker then returns to a location with data service to allow 

the AuthentiCare® mobile app to record their stored visits and refresh their appointments and 

client list for the next cycle. Frontier mode users frequently do not purchase a data plan for their 

device, and rely on a location with public Wi-Fi to refresh their device.  

With the national trend toward phone companies eliminating support for land line or Wi-Fi IP 

phone service in rural areas due to the expense of maintaining their copper wire networks, the 

AuthentiCare® Mobile app provides a robust EVV solution that can verify location of care, and is 

not dependent on wire networks that are gradually being replaced. 

Standard Mode  

10ò Android Tablet 

Frontier Mode ï No 

Data Service ï iPhone 
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Telephone: AuthentiCare® Interactive Voice Response (IVR) 

For situations where there is an existing phone in the clientôs home and the client will allow the 

worker to use it for a toll free call, the AuthentiCare® Interactive Voice Response (IVR) system 

provides workers with an intuitive, user-friendly method of visit verification using a single toll-free 

number. Using the clientôs phone (either landline, cable IP phone, or client cellphone (depending 

on HHSA policy)), workers can call the IVR system to record service delivery via a check-in and 

check-out process from any service location.  Where there is land line telephone service to the 

home, IVR is a very reliable technology with no equipment required or cost to the beneficiary or 

worker that has been proven in Medicaid service since 2003. 

During the IVR call, the worker ID is collected to identify the worker (by name and ID) and the 

provider agency for whom they work. The client is identified by matching the Automated Number 

Identifier (ANI) from the call to the preregistered phone number of the client recorded within 

AuthentiCare®. The IVR prompt scripts are configurable and available in English and Spanish.  

The phrasing can be tailored to the needs of HHSA services and policies. The IVR records the 

same data elements as the AuthentiCare® mobile app, except that it verifies time and location 

by using the system time and comparing the ANI value provided by the phone company with the 

phone number(s) registered on the client record. 

Below is a sample of a high-level IVR call flow for the check-in process for a worker. 

IVR Call Flow Worker Response 

Welcome to California AuthentiCare®. Please enter your worker ID 

followed by the pound (#) sign. 

The correct worker ID is 

entered  

To check-in, press 1. To checkout, press 2. Press 1  

If the client is ñJoe Smithò press 1 

(AuthentiCareÈ will prompt the worker to enter the clientôs ID if they are 

calling from a telephone number that is not recognized for the client.) 

Press 1 

If the service is ñPersonal Careò press 1 (Note: Additional services can be 

spoken in a standard order for consistency) 

Press 1  

(The worker and provider names are repeated) You are providing (the 

service is repeated) for (the client name is repeated). If this is correct, 

press 1. If this is not correct, press 2. 

Press 1  

Your check-in is successful at (the time is given). To return to the main 

menu, press 1, to end this call, press 2. 

Press 2 

Thank you for calling California AuthentiCare® system, goodbye. Hang up. 

Table 3.1 - High Level Sample IVR Call Flow 

AuthentiCare® Web Claim Entry 

For cases where the worker forgot to record service or had technical difficulties, providers or 

employers of record are able to retroactively enter the visit details on the AuthentiCare® web 

site. Web entry does not provide visit verification.  However, it does provide a means for 

providers to make additions or corrections to the record, or to enter claims for periodic services 

(e.g. FMS monthly service fee or Case Management phone contact) where there is no 

expectation of a visit to the client as part of the service.  Web entry is fully audited so it is clear 
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who entered the claim and when.  AuthentiCare® allows for one time claim entry and multiple 

visits at once through the Claim Express screens as shown below: 

 
Figure 3.1 - Claim Express Links on the AuthentiCare® Home Page 

 
 

The Claim Express filter page shows where the client, worker, and service information is 

entered by the provider for whom they are intending to enter visits. 

 
Figure 3.2 - Claim Express Filter Page 

 
 

The Claim Express grid shows where multiple dates of service and times can be entered by the 

provider at once.  This could be 10+ visits (there is not a limit to the number of visits rows that 

are available) from a time card that the worker filled out.  When complete, the provider can save 

all of the visit/claim information at once. 
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Figure 3.3 -Claim Express Grid 

 

Data collected by AuthentiCare® 

Visit data collected by the AuthentiCare® system complies fully with the requirements of the 21st 

Century Cures Act, while providing additional data collection for monitoring plan of care 

compliance.  Workers can also enter observations to suggest evaluation by a skilled 

practitioner, such as a nurse or physician, if the worker is concerned by changes in the 

beneficiaryôs condition.  The data collected includes the following: 

¶ The type of service performed with procedure code. When a worker performs a check-in 

for a visit, they are required to identify the service (e.g. Personal Care or Companion) that 

they will be providing from a menu of options. The service menu options are configurable 

within the AuthentiCare® system. The correct service procedure code is automatically saved 

when the worker selects the service to be provided.   

¶ Units of service delivered. After successful check in and out, a completed claim for the 

visit is automatically created in AuthentiCare®.  The actual units (actual time worked) and 

authorized units (time worked where there are remaining units in the authorization) are 

automatically calculated and displayed to the provider or employer of record on a Claim 

Acknowledgment web page.    

¶ The individual receiving the service. The worker identifies the beneficiary receiving 

service during the check-in process.  Usually an authorized beneficiary name is presented to 

the worker to confirm based on the registered phone number (IVR) or registered location 

(Mobile/GPS).  If no beneficiary is identified based on the registered phone/location, the 

worker has an option to identify them by entry of a client ID or name.  The system will only 

present beneficiaries to the worker if the worker or the provider agency they work for has 

been authorized to serve the beneficiary. 

¶ The date of the service. All AuthentiCare® EVV claims specify a date of service. For IVR 

and mobile claims it is the date the claim is recorded, since the visit is recorded real-time. 

For web claims, which are entered manually and not verified, the date of service is an 
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enterable field by the provider to allow retroactive claim entry and corrections.  Web entry 

and corrections are fully audited as to what was entered and by whom. 

¶ The location of the service delivery. To validate service location, the AuthentiCare® 

mobile app uses GPS location services in iOS or Google Play services for Android.  The app 

will not allow a user to check in or out if mock coordinates are detected.  The IVR system 

utilizes Automatic Number Identification (ANI)/Caller ID technology provided by 

telecommunication carriers.  The Caller ID collected via the IVR or the GPS coordinates 

captured via the mobile app are then compared to the registered numbers or valid 

address/coordinate locations for the service client.  A match confirms that service is being 

provided in the clientôs home or in a different authorized location in the community.  Any 

mismatches are flagged with an exception noting an Unauthorized Phone Number call or an 

Unauthorized Location check in/out.    

¶ The individual providing the service. When using the mobile application, the user enters 

their login credentials. The login credentials are transmitted to the AuthentiCare® system for 

authentication and matched to the credentials on file to verify that the proper individual is 

registered.  The AuthentiCare® mobile app uses two factor authentication, so a unique 

identifier from the device is also transmitted to the system, and the device itself must be 

registered to either the worker or the provider agency the worker works for. 

When using the IVR, the individual providing the service is verified by using an assigned 

worker ID at the beginning of each check-in or check-out call. This worker ID is compared to 

the information in AuthentiCare® to confirm it is valid.   

¶ The start and end times of the service. The worker is required to attest to the time that the 

worker started and ended work by checking in and out.  The exact time the service starts 

and ends is captured on each check-in and check-out  The AuthentiCare® mobile app 

captures network time on the device, and will not allow the user to check in or out if use of 

manual time settings is detected. The IVR captures the system time on check-in and check-

out. The check-in and check-out times are then presented back to the individual providing 

the service, either through a playback from the IVR or through a display on the mobile 

application.  

Some advertised mobile EVV applications run the GPS continuously (which drains the 

device battery) and check the worker in and out automatically when the worker enters or 

leaves a client geo-fence.  This practice can lead to ñdriveway visitsò where the worker never 

enters the home, and if challenged denies responsibility. First Dataôs experience shows that 

holding the worker accountable is important, and requires the worker to attest to the start 

and end of providing service by checking in and out, affirmatively punching an electronic 

time clock. The worker can be held responsible for activity that happened or did not happen 

during the time interval in between. 

¶ The travel time or mileage between clients. Optionally, to record travel between clients, a 

worker can enter self-reported mileage and/or travel time using IVR or mobile.  This is saved 

as part of the claim record and available to a provider agency or employer of record for 

FLSA reporting and compliance. 

¶ Plan of care activities. Optionally, workers can record plan of care activities performed 

during a visit when they check out.  On the mobile app, the worker is presented with a 

checklist to check the relevant items, while on the IVR the workers enter two digit codes for 

each activity.  These are saved as part of the claim record and can be compared with the 
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activities included in the plan of care to make sure that all of the planned services are being 

offered and delivered. 

¶ Worker observations. Optionally, workers can record observations when they check out, in 

order to flag changes in condition for follow up.  On the mobile app, the worker is presented 

with a checklist to check the relevant items, while on the IVR the workers enter two digit 

codes for each observation.  These are saved as part of the claim record, for review. 

AuthentiCare® Platform Capabilities 

The AuthentiCare® mobile app and IVR are integrated 

with an AuthentiCare® application platform, web portal, 

web service, file management, EDI (e.g. 837 claim 

submission), and reporting subsystems to provide full 

lifecycle management of client care from authorization, 

to scheduling, to visit verification and monitoring, and to 

billing.   

First Data can work with OSI to configure solutions for 

each of HHSAôs programs that best leverage existing 

CMIPS investments, while filling in business process 

ñgapsò to bridge between beneficiary care delivered in 

the field and the administrative processes necessary to 

manage the care, and provide payment for the services 

as delivered.  

b. Describe how your EVV solution could meet challenges inherent to California.  

Include challenges specific to the large volume of Recipients and Providers and how 

to address the fact that approximately half of IHSS and WPCS Providers are family 

members and/or live in the household with the Recipient. 

 

First Data implementation capabilities for California 

Clearly the largest challenge for any EVV vendor serving California is the volume of recipients 

and expected EVV transaction traffic.  EVV was very much an emerging application prior to the 

21st Century Cures Act, with the largest statewide EVV implementation from any vendor 

considerably smaller than what would be required to serve California.  In several states First 

Data currently serves, AuthentiCareÈ replaced a competitorôs unsatisfactory implementation. 

This situation makes the size, capitalization, IT infrastructure, implementation qualifications, and 

experience of the EVV vendor paramount for OSI to successfully implement EVV in California. 

As the #1 ranked, publicly traded, Fortune 500 provider of Financial Data Services, First Data 

brings the size, market capitalization, and IT staff, infrastructure, and experience to successfully 

scale up an EVV implementation for the State of California.  First Data already has large scale 

implementations for California, including accepting and processing electronic payments for the 

California State Treasurerôs office on behalf of 13 state government agencies.  (A link to the 

payment system FAQ page is:  https://www.govone.com/PAYCAL/SCO/Help/FAQ.)  The 

AuthentiCareÈ EVV platform currently resides in First Dataôs world class data centers in 

https://www.govone.com/PAYCAL/SCO/Help/FAQ
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Chandler, Arizona and Omaha, Nebraska, with the EVV data replicated between the sites to 

provide real-time redundancy and backup. Server infrastructure is fully virtualized and managed 

as a ñcaptive cloudò implementation built on top of scalable physical infrastructure.  The 

Chandler and Omaha data centers also host large scale IP telephony hubs for IVR that link to 

telecommunication portals for multiple carriers, providing location and carrier diversity.  First 

Data is the most qualified, lowest risk vendor for scaling a SaaS EVV solution to meet HHSAôs 

needs. 

First Dataôs Experience with Self-Directed Programs 

OSI and HHSA can also benefit from First Dataôs experience with individual providers and self-

directed care in previous EVV implementations.  First Data has long experience with supporting 

individual and live-in attendant and homemaker providers, having acted as Fiscal Agent for self-

directed care in one state since 2003, and provided EVV services to individual providers in 

several others.  The U.S. Department of Labor greatly changed the requirements for managing 

individual care in 2015 with new Fair Labor Standards Act (FLSA) regulations on overtime and 

worker travel, as well as strengthening time record keeping requirements.  States have adopted 

several different program designs in order to comply with the new regulations, some of which 

involve the state acting as a third party joint employer for the purposes of some overtime and 

travel payments that cannot be attributed to a specific recipient or employer of record. 

As a result of First Dataôs implementation experience with FMS and self-directed care programs, 

the AuthentiCare® platform incorporates several features to assist workers and employers of 

record meet FLSA record keeping requirements, to simplify check in and check out on IVR or 

the mobile app for multiple services within the home, and to manage authorized hours and 

services within a care plan.  The platform also supports overtime and travel time management 

for program models with third party joint employer payments. 

First Dataôs Experience with Statewide Implementation 

It is First Dataôs experience that the selection of one statewide vendor provides the most benefit 

to that state, and also allows for a more successful implementation. Reasons include: 

¶ Data custody ï The EVV claims and data from point of service to billing and reporting 

should be in the custody of a vendor most responsible for the quality of recipient care.  

Some EVV vendors advocate a so-called ñopen architectureò solution where HHSA would 

accept EVV data from providers, especially agencies.  The problem is that provider 

agencies have a financial interest in the data content, as it affects how they are paid.  While 

most providers are honest, manipulation of the data before delivery is very hard to detect. 

¶ Single system for Providers ï States using an MCO approach with First Data have found 

that it is best to mandate one system for all MCO and FFS claims so that providers only 

have to train their workers on one system in order to serve all recipients.  It keeps it simple. 

¶ Implementation funding ï The EVV mandate in the 21st Century Cures Act is a funded 

mandate, where the Federal government is offering enhanced APD funding for state 

implementation procurements.  There is no better time to implement a statewide solution 

that complements CMIPS. 
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c. Security features of the system that confirms the identity of both the Providers and 

Recipients and how that data is kept secure 

For each recipient, AuthentiCare® has registered phone numbers and/or GPS coordinates 

where services can be delivered.  The system also keeps track of which providers and/or 

workers are authorized to provide service to the recipient. The worker using the mobile app or 

the IVR has to log in with their own ID credentials to authenticate.  For the mobile app the 

system also verifies that the specific mobile device is preregistered in the system for the worker 

to use. 

For the recipient data to be shown to a logged in worker in the mobile app or IVR, the following 

conditions need to be met: 

¶ The worker (or their provider agency) must be authorized to serve the recipient, according to 

the workerôs login credentials. 

¶ The worker is physically in the recipientôs location (as confirmed by ANI or GPS coordinates 

matching what is registered)  OR: The worker supplies a valid recipient ID number for an 

authorized recipient OR: The worker is using the mobile app and has a pre-scheduled 

appointment listed in the app for the recipient  

This follows the HIPAA guideline that the worker needs to have a minimum of two pieces of 

information about the recipient in order to be shown the recipientôs name or other data.  

d. Data collection, including information identified in this RFI Section 5 Proposed 

Environment 

The AuthentiCare® system meets or exceeds the OSI data collection requirements as stated in 

Section 5 of the RFI. 

1. Capture all data elements necessary to verify a visit: 

¶ The date of service 

¶ The start and end times of the service 

¶ The type of service performed 

¶ The individual receiving the service 

¶ The individual providing the services 

¶ Location of the service delivery 

As described in detail above, these are the data elements required by the 21st Century Cures 

Act EVV mandate, and are all captured by the AuthentiCare® IVR or Mobile App at the point of 

service. 

2. Track time in hours and minutes 

Actual time is tracked in hours and minutes. The system applies configurable rounding rules to 

calculate units of service for billing purposes.  

3. Track other types of information such as paid time off, sick leave, and travel time 

between Recipients 
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In current practice, these are usually subject to agreement between the worker and the provider 

agency or employer of record, and entered on the AuthentiCare® web portal.  The mobile app 

and IVR provide for optional reporting of mileage or travel time by workers as a way to capture 

the information as it happens. 

4. Be minimally burdensome per section 12006 of Public Law 114-255 

Both the Mobile App and IVR minimize key strokes and effort to record time and services, and 

require significantly less effort than the time sheet systems they replace.  Since time and 

location are captured automatically, the resulting time records are significantly more accurate 

than the records they replace. 

5. Be user friendly with basic literacy levels 

Both the Mobile App and IVR benefit from 15 years of Medicaid operating experience in 

simplifying the work flow and steps to use it.  Workers only see and hear options that are 

relevant to the work they do and the clients they serve. 

6. Be accessible to individuals with disabilities 

The AuthentiCare® web and mobile apps are meet ADA section 508 guidelines for design and 

for use with assistive technologies. 

7. Accommodate multiple programs with varying lists of services 

¶ Permit Recipients to be linked to multiple programs and Providers 

¶ Permit Providers to be linked to multiple programs and Recipients 

In all of the states using AuthentiCare®, the system supports multiple waiver programs with 

different services for each waiver.  Providers can provide services to recipients from any 

program that enrolls the provider. Recipients can be served by any provider authorized by their 

program.  AuthentiCare® incorporates sophisticated data scoping to meet HIPAA requirements 

that providers, recipients, and waiver agency or care management personnel can only see their 

own data. 

8. Allow for review and signature/approval of both the Provider and Recipient 

Because of the potential for coercion of elderly or medically fragile recipients, most states use 

EVV systems as an independent check on attendance to eliminate the need for the recipient to 

sign off on times or duration of care received.  There is a requirement for the provider agency 

or, in the case of self-directed care, for the employer of record (which may be the recipient) to 

make any corrections and approve the workerôs time sheet before billing.  Currently, this is done 

on the AuthentiCare® web portal.  The CMIPS system has used other communication channels 

for this such as IVR, and First Data has the infrastructure and technology to explore adding 

them as needed. 

9. Allow for submission of daily hours for payment (ñtimesheetò) 

In the CMIPS environment there is more than one way this might be accomplished, depending 

on which one(s) OSI determines best supports HHSA business requirements: 

¶ AuthentiCare® can push raw EVV time card punches (even in real time) to CMIPS for 

CMIPS to construct draft time sheets.  Providers or employers of record can use the CMIPS 
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review, edit, and approval processes for time sheets and submit them for payment in 

CMIPS. 

¶ AuthentiCare® can submit weekly time sheets to CMIPS in CMIPS file format.  Editing, 

approval, and submission could be managed in AuthentiCare® or in CMIPS. 

¶ For provider model programs where CMIPS does not manage payment, AuthentiCare® can 

manage the creation, editing and approval processes for time sheets.  AuthentiCare® can 

then submit 837P or 837I claims to the Medicaid agency directly on behalf of the providers 

and report on payments. 

10. Provide multiple devices/methods for Provider check in/out 

As described in detail in the response to 2a, AuthentiCare® provides both a toll-free phone IVR 

and a free mobile app for both Apple and Android mobile devices. 

11. Allow Providers to modify or ñfixò information (e.g., if they forget to check in/out) 

As described in the response to 2a, AuthentiCare® provides a secure web portal application 

where providers and employers of record (e.g. recipients) can view, modify, and approve time 

sheet information for billing. 

12. Provide real time prompts in multiple languages (e.g., a Provider enters time worked 

that exceeds the weekly maximum time allowed and the system prompts them with a 

notification that the entry they are making exceeds the weekly maximum) 

With EVV, the time that a worker has worked is calculated automatically based on when they 

check in or check out, and is not entered on the IVR or the mobile app.  An option is available 

on both the IVR and mobile app in their supported languages for the worker to check the 

number of hours worked in the current day and week.  Both the mobile app and IVR provide 

prompts for error conditions and invalid responses to guide the user to correct data entry at the 

place and time of service, in order to minimize any corrections needed later. 

13. Provide alerts (e.g., when a Recipient hasnôt received services for specified time 

periods) 

AuthentiCare® incorporates a system early, late, and missed visit alerts for providers and case 

managers or program administrators.  Thresholds can be defined and managed by service or by 

recipient. 

14. Create a file and interface with the current CMIPS system and Regional Center 

Provider system, including payroll and IHSS Portal or offer another solution in lieu of 

interfacing with the CMIPS 

In much of First Dataôs government business, there is a requirement for getting data into and out 

of legacy State or State contractor systems.  To support our government customers, First Data 

has put extensive interfacing infrastructure in place, and has built a portfolio specific EVV 

project experience from working with the states we currently serve.  The AuthentiCare® product 

platform is built on top of a proprietary application and interfacing framework called AccessNet® 

that includes a suite of rapid development tools for interfaces and Application Programming 

Interfaces (APIs).   AuthentiCare® supports sftp file interfaces using our First Data File Gateway 

and provides secure JSON/REST web services through First Dataôs web infrastructure.  First 

Data has been operating EVV interfaces in production with DXC for nearly 8 years (since 2010).  

Some of First Dataôs active EVV interfacing experience is shown below.   
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EVV Project Interfaces Provided Type/Timeframe 

South Carolina 

Department of 

Health & Human 

Services (DHHS) 

Care Call Project 

¶ Clients, Providers, Authorizations ï SC CMS System 

¶ Claims ï SC MMIS (Clemson Univ.) 

¶ FMS Enrollment and Payment ï SC CMS/Phoenix 

¶ 837 Claims, 835 Payments ï SC MMIS (Clemson 

Univ.) 

¶ Clients, Providers, Authorizations ï SC Phoenix 

¶ Clients, Providers, Authorizations, FMS, EVV Claims 

ï SC Phoenix 

¶ SFTP   2003  

¶ SFTP  2007-2008 

¶ SFTP  2009-2010 

¶ JSON/REST  

2013 

Oklahoma 

Department of 

Human Services 

(DHS) 

AuthentiCare®  

Project  

¶ Clients, Providers, Authorizations, Case Managers ï   

OK WMIS System 

¶ 837 Claims, 835 Payments ï DXC MMIS 

¶ System Refresh ï OK WMIS and DXC MMIS 

¶ SFTP  2010 

¶ Web Upload  2010 

¶ SFTP  2016 

¶  

Kansas 

Department for 

Aging & Disability 

Services (KDADS) 

AuthentiCare ®   

¶ Clients, Providers, Authorizations, 837 Claims, 835 

Payments  --  DXC MMIS 

¶ MCO Conversion for KanCare ï DXC MMIS 

¶ SFTP  2011 

¶ SFTP  2013 

New Mexico 

Centennial Care 

AuthentiCare®  

¶ Clients, Providers, Authorizations, 837 Claims, 835 

Payments  --  4 MCO portals: 

V Presbyterian Health Plan 

V Blue Cross / Blue Shield 

V Molina 

V United Healthcare 

¶ SFTP   2014 

Alabama Medicaid 

Agency ï 

AuthentiCare 

Alabama Project  

¶ Clients, Providers, Authorizations, Case Managers ï 

Agency Systems and Mediware 

¶ 837P, 837I Claims, 835 Payments ï- Mediware / 

DXC MMIS  

¶ EVV Export (claims with EVV data) ï Agency 

Systems               

¶ SFTP   2017  

Table 3.2 ï First Dataôs EVV Interface Experience 
 

First Data would envision interfacing directly with CMIPS as much as possible in order to 

leverage the interfacing CMIPS has already done with the county agencies in California.   This 

will minimize EVV implementation time, cost, and risk.  One of the first steps in EVV 

implementation in California is to identify all the required user communities, as well as sources 

and destinations for EVV-related data.  This will identify any county-based or other systems that 

also need interfaces over and above CMIPS.  Providing legacy system interfaces is standard 

work in any EVV implementation project.   

15. Track status of timesheet payment processing 

AuthentiCare® tracks the status of time sheets through submission and, if payment data is 

available, can match submissions with payments.  The web portal includes a provider 

dashboard that providers can use to view, edit, and process time sheets that have not been 
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submitted, if OSI chooses to do this function in AuthentiCare® and not in CMIPS.  OSI may 

want to continue to use the CMIPS portal for individual provider model programs, and consider 

using the AuthentiCare® portal for agency-based programs. 

16. Produce reports of all information captured 

The AuthentiCare® platform includes a robust 

reporting engine for use in EVV program 

monitoring. The main reports engine web 

page provides easy access to run reports, 

create and schedule regular reports for re-

use, and pick up completed reports in the 

userôs preferred format (including pdf, excel, 

and xml). The system allows the user to 

schedule or submit report requests, do other 

work while the report(s) run, and then come 

back to the page to pick up the report(s) when 

they are ready. 

17. Flexible system that easily accommodates policy change 

Services (such as Personal Care or Nursing), Plan of Care activity checklists, observation 

checklists, claim workflows, exceptions, and billing and EDI parameters in AuthentiCare® are 

mostly configurable, and often from an administrative configuration web. The AuthentiCare® 

workflow engine will also accept customized plug-ins for cases where the standard plug-ins do 

not satisfy unique business needs. 

In the Medicaid business, policies and business rule change frequently.  With our longer term 

EVV clients we have a long history of successfully managing the implementation of policy 

changes in the system, while maintaining full production and having workers continue to get 

paid on time.  This requires very thorough planning and careful implementation.  One of our 

state clients compared the process with ñdoing an oil change while safely driving down the 

freeway.ò 

e. Features that address the requirement that allows Providers to modify or ñfixò 

information (i.e., if they forget to check in/out). 

First Dataôs AuthentiCare has flexibility in the system to allow Providers to modify or ñfixò 

information in the system, with a full audit trail for the changes that were made.  The 

AuthentiCare® system is built with a configurable claim workflow engine and applies exceptions 

to EVV claims to indicate errors that need to be fixed, or to notify providers of other conditions 

that may need attention: 

¶ Critical exceptions prevent a claim from being submitted for payment. The most common 

critical exceptions are ñmissing check outò or ñmissing check in,ò and occur usually in cases 

where the worker forgot to check in or out.  Other common examples of critical exceptions 

include ñauthorizeò (there is not a prior authorization for the claim), ñauthorization exhausted 

beforeò (the units of the authorization have been exhausted before the claim was received), 

or ñprovider eligibilityò (the provider is not eligible to perform the service in the claim).  

Click on icon to

download report in 

userôs format.

User templates for

re-using and 

scheduling common

reports.

Click on a link to

create and run a 

custom report or

create a template.

AuthentiCare® Reports Engine ςMain Web Page
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¶ Informational exceptions do not prevent a claim from being eligible for billing and 

payment, but can represent conditions that HHSA wants to track for each claim.  Examples 

of informational exceptions include ñunauthorized phone numberò for IVR claims and 

ñunauthorized locationò for mobile app claims, indicating that the check in or checkout did 

not occur in a location authorized on the client record. 

Providers or employers of record and state administrators can search for and review visits with 

exceptions either interactively on the web, or by running an exception report. Users can select a 

date range, provider, client, worker and/or the specific types of exceptions for review, in order to 

drill down to the exact claims the user wants to review. 

Configurable business rules govern what claim edits are allowed for the provider or employer of 

record. The most common edits will be to fill in missing check-ins and check-outs. Some states 

also require that the editor enter an explanation for every claim edit. Some states even apply an 

informational exception to edited claims so that auditors can review the history of claim edits in 

an exception report. In addition, there is a nightly background process that checks newly 

received or updated service authorizations against claims with authorization exceptions, in order 

to clear critical authorization exceptions automatically if additional authorization units to cover 

them are received. In most cases in AuthentiCareÈ critical exceptions are not ñoverriddenò:  

critical exceptions are removed or replaced with informational exceptions when the underlying 

cause has been resolved. 

First Data will configure the business rules engine in AuthentiCare® to support HHSA business 

rules for Personal Care, Home Health, and other services, as required. 

f. Features that conform to the concept of being minimally burdensome. 

As noted above, both the Mobile App and IVR minimize key strokes and effort to record time 

and services, and require significantly less effort than the time sheet systems they replace.  

Since time and location are captured automatically, the resulting time records are significantly 

more accurate than the records they replace, and meet time record requirements of the Fair 

Labor Standards Act.  Both the Mobile App and IVR benefit from 15 years of Medicaid operating 

experience in simplifying the IVR and mobile work flow and steps to use it.  Workers only see 

and hear options that are relevant to the work they do and the clients they serve. 

g. Features of the system that conform to the Americans with Disabilities Act (ADA) and 

address needs of special populations of Providers and Recipients, such as 

developmental disabilities and visual/hearing disabled. 

For providers that record services, activities, and recipient observations during their visits, 

offering both a voice solution (IVR) and a visual/tactile solution (mobile app) in AuthentiCare® 

allows recipient to select the channel that best meets their abilities. The standard IVR is 

available with English and Spanish. Other languages can be added to support California core 

languages. The mobile app is very simple to use, with touch menus and checklists for making 

selections easily. 
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For provider office staff and state administrators, the AuthentiCare® website includes a number 

of assistive features and hovers, and supports assistive technologies: 

¶ Keyboard access without mouse control 

¶ Mouse and keyboard control are interchangeable 

¶ Screen reader (i.e. JAWS) access 

¶ Text to Speech (i.e. Dragon) access 

¶ Screen Magnification (i.e. Zoom text) access 

First Data has obtained third party ADA Section 508 certification for the web site. 

h. Features of the system that address the needs of special populations that cannot be 

near electronic devices.  

The meaning of this requirement is not clear.  If it refers to recipients in oxygen-enhanced or 

explosive environments or other environments where electronics may present a physical 

danger, in most cases there is an outer room nearby where the worker can check in and out 

safely and leave their electronics there while rendering service.  We occasionally see a situation 

like this with mechanically-dependent waivers and private duty nursing, and it does not require a 

provider to regress to using paper time sheets. 

i. Features of the system that address the provision of EVV in rural areas where 

technology infrastructure may be limited or unavailable. 

Even in the most remote areas that are so-called ñno tech zones,ò workers generally do have to 

leave the zone periodically to report their time in order to be paid, usually with a paper time 

sheet. First Dataôs solution replaces this paper time sheet with the userôs hand held device or 

tablet and allow the worker to carry the device to a location where the worker can receive 

appointments and upload visit information.  Since GPS is a satellite-based service, in remote 

areas users can generally allow their GPS-enabled mobile device to get a fix on location, even 

when there is no data service. 

For this situation, the Frontier Mode of operation for the AuthentiCare® mobile app allows the 

device to store up to seven days of 

appointments, as well as a provider-

defined list of the specific clients the worker 

serves, for unscheduled visits. It is 

intended for cases where the worker 

spends most of their time in a ñno tech 

zone,ò possibly in airplane mode to 

conserve battery. It allows the worker to 

collect visit information and GPS 

coordinates as each visit happens, but 

download appointments and upload visit 

information to synchronize their device 

when the worker goes to a location with 

Start of

Cycle 

Login

End of 

Cycle

Upload

Check In and

Check Out

Check In and

Check Out

No Tech Zone

No Data Service

Frontier ModeïUsing the Mobile App

Start of up to 7 day cycle:

Å Download Worker profile

Å Download Appointments

Å Download Workerôs clients

End of cycle (e.g. at a wi-fi hotspot):

Å Upload queued check ins

and check outs.

Å User can swipe to upload

and start a new cycle

Tips  and notes for best use:

Å Try to use where there is signal

(Step out onto porch or stoop if needed)

Å GPS works like satellite radio 

(Best fix when there is view of the sky)

Å If indoors stand near a window

Å Queued check ins and checkouts still

upload automatically with data service

Hot Spot

Data Service
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data service at least once every 7 days. 

In Frontier Mode, the provider agency can designate a list of clients on the AuthentiCare® web 

where the worker is allowed to make unscheduled visits. With this additional setup work by the 

provider agency, the worker can download the client list when they have data coverage at the 

start of the cycle, and can provide unscheduled service in a ñno tech zoneò without needing data 

coverage to find authorized clients at the time of the visit. One of our western states has 

implemented Frontier Mode for their remote areas, and Frontier Mode users now account for 

30% of Mobile EVV visits in that state. 

All of these features and capabilities are delivered in a way that meets HIPAA security and 

privacy requirements for data encryption at rest, data encryption in transit, and two factor 

authentications for access for mobile device solutions. 

j. Additional features the system offers outside of EVV. 

AuthentiCare® has many features outside of the basic EVV check in/out process. Some of 

these are described below. 

Visit Scheduling 

Unlike some other EVV systems, visit scheduling in AuthentiCare® is NOT required in order to 

use EVV.  HHSA will be able to require pre-scheduling for some programs, services, or at risk 

clients, per HHSA requirements. But usually for live-in care givers employed by a recipient, 

scheduling is meaningless and not necessary.  In AuthentiCare®, scheduling is a tool to be 

applied where it adds value, and not forced on every visit. 

Where required by HHSA or beneficial to 

Providers, Providers can access an 

AuthentiCare® scheduling module to schedule 

worker visits to recipientsô homes. This is 

particularly useful for workers that are using the 

mobile app, as scheduled visits appear on the 

mobile userôs visits page for the user to simply 

touch to bring up the check in or checkout page. 

During the scheduling of a visit, the visit is tied 

to an authorization in order to seamlessly track 

the number of units available for use in each 

authorization. If a scheduled event exceeds the 

number of units available, AuthentiCare® will 

notify the user that the number of units has 

been exceeded. 

The scheduler supports scheduling individual 

appointments, or setting up a daily, weekly, or 

monthly visit.  
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Late and Missed Visit Notifications 

For critical care services (or any service selected by the State) that is delivered in a location with 

phone or data service, AuthentiCare® has the ability to issue an automated alert when those 

services are late or missed so that a qualified back-up worker may be dispatched. Automated 

alerts may be sent via email to designated recipients. Support coordinators, provider agencies, 

emergency back-up workers, or state staff may be notified that a critical service has not been 

delivered.   

The timeframe for defining when a visit is considered to be late or missed is easily configurable.   

Real time alerts are given when care is being provided in a location where EVV is using the IVR 

telephony or mobile app with a data connection to give check in and checkout information to the 

AuthentiCareÈ platform in real time. For recipients in ñno tech zonesò or wherever the mobile 

app cannot communicate with the AuthentiCare® platform, Providers can disable alerts because 

the check in and checkout data delivery is delayed until the worker goes to a location with data 

service. 

EDI Claim Submission using ANSI 837P or 837I 

If some of the HHSA programs, particularly provider agency model programs, do not bill through 

CMIPS, First Data can provide automated billing on behalf of the Providers.  The AuthentiCare® 

platform includes an EDI engine and file gateway to support submitting AuthentiCare® EVV 

claims to either Fee for Service (FFS) MMIS or MCO trading partners. First Data can submit 

claims to the appropriate payer either through direct EDI portal or on a par (no fee) basis to a 

clearinghouse, as arranged by the payer. HHSA can enforce a requirement that EVV be utilized 

for FFS or MCO Personal Care and Home Health Services by only accepting claims for these 

services from the OSI-approved EVV vendor. In states with successful EVV implementations, 

one key for success is to require the providers to use EVV in good faith, in order to be paid. 

If the payer is willing to follow key rules on returning claim information in their 835 Remittance 

Advice files, First Dataôs EDI engine also supports matching up payments with claims to give 

providers full cycle reporting on claim payments. First Data provides a web page on the Provider 

portal where providers can upload their 835 files.  First Data processes the files, typically 

overnight, and providers can run reports the next day. 

k. Service level metrics including system availability and system capacity. 

First Data works with our EVV customers to define and provide a monthly score card of metrics, 

including information such as: 

¶ IVR and Mobile App transaction volumes 

¶ Billed claims and claim value 

¶ Active Provider, Worker, and Recipient enrollment 

¶ System utilization details by Provider 

¶ Authorizations expiring in the next month 
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For EVV to function as a 24/7 time clock for workers, system availability and capacity 

management are crucial.  As one of the largest world-wide financial processors of over $4 trillion 

in banking, credit card, and financial transactions annually, First Data has a wealth of 

experience in operating large scale networks and data centers that require outstanding uptime 

and reliability. The AuthentiCare® platform leverages this scale and expertise by hosting in two 

large scale data centers in Chandler, Arizona and Omaha, Nebraska. Server infrastructure is 

virtualized as a ñcaptive cloud,ò where capacity is easily expanded by adding virtual servers or 

cores. Telephony infrastructure operates actively 

in both locations, providing network diversity in 

case of a local telecom outage. Similarly, there 

is geographic secure IP portal diversity to 

provide reliability in cases of ISP outages. 

Connections to telecom and ISP service 

providers are the latest technology IP circuits, 

providing high peak capacity and throughput. 

Encrypted customer data is replicated between 

the two facilities in real time to provide 

redundant backup of critical data. 

First Data operates its own infrastructure so as 

to control security, privacy, and uptime. Since 

the system infrastructure is captive to First Data, 

there is no third party hosting vendor subject to 

discovery that potentially would be able to 

access or compromise security of HHSA data. 

l. Contingency plans for system outages or unavailability. 

As noted above, AuthentiCare® is hosted in two large scale data centers, with each data center 

having enough capacity available to process the full transaction load of our customers.  With 

redundant capacity available, most data center issues are brief and result in temporary 

impairment of capacity or system performance, not in a full outage. Both IVR and mobile 

transactions are committed to a service queue for processing, to maintain responsiveness for 

our IVR and mobile users trying to check in or check out. If there is a server or network failure, 

transaction traffic can often be re-routed around it to maintain service. 

Disaster Recovery and Business Continuity Planning 

First Dataôs Disaster Recovery and Business Continuity Plans for each facility are designed to 

provide a pre-determined, effective response to an emergency that may threaten the company's 

normal business cycle. These are intended as a guide to recovery and are flexible in structure 

so they can handle any type or scale of disaster. The plans consist of separate documents for 

each department that can be used independently or together if the emergency affects multiple 

departments. There is also an Incident Management Team Plan that details the roles and 

responsibilities of the Senior Managers and Executives who control response to an emergency 

and the communication strategy to our customers and third parties.   
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These plans provide a documented, defined structure for response in the event an emergency 

that threatens the normal operating cycle of one or more of First Data's business units. They 

outline the sequence of responses to an emergency situation and the designated resources 

responsible for the execution of predetermined action plans designed to suppress the 

emergency, mitigate its impact, and recover from its effect. 

The objectives of the Disaster Recovery and Business Continuity Plans for each facility are to 

provide program and essential logistical information to achieve the following ends in the event of 

a disaster to the facilities of First Data: 

¶ Provide for the safety and well-being of staff and visitors. 

¶ Provide for the protection of corporate assets, critical records and client information. 

¶ Establish priorities and estimate time scales for the resumption of critical operating 

functions. 

¶ Identify critical resources required to resume normal operations. 

¶ Achieve the resumption of normal business operations while minimizing impact on the 

corporation's financial status, its clients' normal operations and its clients' customer product 

utilization. 

These plans are continuously being reviewed internally, to confirm compliance and that the 

proper steps are documented. Disaster recovery tests are generally performed on an annual 

basis. 

m. Flexibility of the system to implement changes and how quickly changes can be 

made. Describe how the system has built in flexibility such as the ability to meet 

business needs or make changes through simple configuration set up and/or 

configuration changes. 

AuthentiCare® was designed with the flexibility to allow configuration changes to be easily 

implemented throughout the EVV solution. Most of the simple configuration changes can be 

addressed through our configuration tools. These tools allow First Data the ability to modify 

parameter-based settings to quickly modify the system to address requirements at any time, 

including when the system is already live. 

n. Types of analytics and reporting provided. 

AuthentiCare® includes an intuitive reporting engine that allows stakeholders to execute and 

download reports.  This includes multiple reports that display in-home visits (claims) and billing.  

The report engine allows users to run reports with their own selection and sort criteria on 

demand from the secure website.  Users can create a one-time report or set up a template if it is 

a common or recurring report that they use frequently (e.g., daily, weekly, monthly), saving them 

time and improving productivity. The process is simple and flexible; each user gets the precise 

data that they want when they want it. Reports can be created in several different formats: 

Adobe Acrobat (PDF), Microsoft Excel (XLS), ASCII Format (Comma Separated Values ï CSV) 

and Extendable Markup Language (XML). 
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Reports are based on the available data collected within the AuthentiCare® system and the 

specific data that a user is able to view is based on the userôs security roles and settings.  In the 

background, AuthentiCare® provides full data scoping to limit the records returned, according to 

HIPAA criteria, to what the user role is allowed to see (e.g. a provider agency user can only see 

data for their own agency, workers, and assigned members). 

A listing of key AuthentiCare® standard reports is given below.  These reports provide HHSA 

stakeholders, as well as the provider community, views into the electronic visit and verification 

data to manage care plans, claims and payments, and EVV exceptions such as service 

overlaps and worker in an unapproved location. 

AuthentiCare® Reports 

Report Name Report Description 

Authorizations  Lists all authorization details   

Authorizations w/ Claim 

Detail 

Lists authorization details and associated claims information.  Therefore, this 

report gives the user authorization utilization information 

Claim Details  Claim listing with details that can be grouped by client 

Claims History  Reports all claim activities by referencing claim audit data   

Calendar  Lists all scheduled events  

Late & Missed Visits Details late and missed visits and any selected reason codes  

Exception  Lists claim exceptions, as defined in the AuthentiCare® workflow  

Unauthorized  

Phone Number 

Highlights IVR calls made from an unauthorized phone  

Billing Invoice List of claims by service date and export/submission date, along with the 

billing status and amount.  

Time & Attendance  Reports check-in and out times  

Overlapped Claims 

By Client 

Identifies clients that have 2 workers providing care at the same time   

Overlapped Claims 

By Worker 

Identifies workers who are servicing 2 clients at the same time 

Worker By Provider List of workers assigned to a Provider  

Provider Activity  Lists services performed during a given time period and the total dollars 

billed to MMIS,  by worker   

Remittance Advice Details remittance advice status, allowing providers to examine paid claims, 

and reconcile payment amounts  

Claim Data Listing  Lists, by provider and worker, all services performed during a given time 

period and the total dollars billed to and paid by MMIS 

Remittance Data List  Lists, by provider, all remittance records (payments & denials) so that the 

provider can examine paid claims & reconcile payments  

Eligible Client Data 

Listing 

Lists clients a provider is eligible to serve and information on each client 

such as address, phone number, and Medicaid ID 

Worker Activity Displays check-in/out times only and no billing information.  Also displays 

any claim notes 

Unauthorized Location Highlights mobile app visits recorded from an unauthorized GPS location 

Table 3.3 - AuthentiCare® Reports 
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o. Typical account set up time and check in/out time for Providers and Recipients. 

First Dataôs AuthentiCareÈ EVV is user-friendly solution and easy for account set up. The 

process is proven and thousands of visits are recorded daily.  IVR typically takes 30 seconds to 

check in or out.  The mobile app is faster and requires about half as much time.   

3. Describe if/how the system groups or categorizes tasks to simplify system operation. 

Each check-in/check-out pair is assigned a unique AuthentiCare® claim identifier. This identifier 

is used to track processing of the service throughout any processes within the AuthentiCare® 

platform. 

HHSA can designate specific tasks and task codes that can be performed as a part of specific 

services, such as Attendant Care. These tasks and codes can be configured for each service 

where they apply. With the Mobile App, the user opens a checklist on the app, checks off the 

work performed, and click on ñdone.ò For the IVR, at checkout the worker is asked to enter a list 

of the codes for the tasks performed, and the IVR calls out the names of the tasks entered so 

that the worker can confirm them. The task codes are then attached to the checkout information 

and can be used for validation that the Plan of Care for the participant is being followed.  

Services, task codes, and critical observations types can be updated dynamically by First Data 

through an administrative web application to simplify system operation.  

4. Describe the systemôs capability to interface with other systems, for eligibility, 

timekeeping, payroll or data collection purposes. 

In order to perform the EVV function, AuthentiCare® needs the following information which is 

usually provided by a data feed: 

¶ Provider or Employer of Record enrollment ï This includes address and contact 

information, and billing information. 

¶ Service worker enrollment ï Name and contact information, and who they work for. 

¶ Recipient enrollment ï Demographic and contact information.  May include registered 

phone numbers or locations for service. 

¶ Authorized services ï Services and number of units of service a recipient is authorized to 

receive from a specific provider or service worker. 

¶ Case Manager enrollment ï Optional.  If case managers intend to use the AuthentiCare® 

web and reporting to manage their case load, this data establishes who the case managers 

are and which recipients are in their case load. 

¶ Scheduled Appointments ï Optional.  For agency model programs provider agencies with 

their own scheduling systems can upload schedules to AuthentiCare®. 

AuthentiCare® also can supply EVV visit data as an extract from the system, usually in one of 

four forms: 
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¶ Claim Extract file ï EVV visit data in a specified file format ï usually XML, CSV, Excel, or 

delimited. 

¶ Claim Extract JSON transactions -- AuthentiCare® has a secure JSON/REST API that 

can be queried to provide visit data in near real time. 

¶ Time Sheet file ï To support FMS Fiscal Agents or payroll applications, AuthentiCare® can 

provide a weekly file that mimics FMS time sheets. 

¶ EDI 837P or 837I file -- AuthentiCare® includes an EDI engine that can export ANSI 

standard claims for payment.  

AuthentiCare® normally supplies and receives data feeds in one of four ways: 

¶ First Data File Gateway ï First Data provides a secure SFTP file gateway, particularly for 

large files, where users can drop files for processing, and subsequently pick up a file with 

processing results and any error messages. 

¶ AuthentiCare® JSON/REST API -- AuthentiCare® includes a set of secure web service 

APIôs where registered users can log in and transfer data packets in real time.  APIôs provide 

a success/failure response and include any applicable error messages. 

¶ Web Portal File Upload/Download ï For smaller files uploaded by users such as agency 

providers, the secure AuthentiCare® web portal will accept files, and subsequently provide 

processing results for pickup.  AuthentiCare® also provides listing reports in Excel or CSV 

format that can be used to download EVV visit information. 

¶ Web Data Entry ï Individual record entry, editing, and updating can be performed in the 

AuthentiCare® web portal.  Entries are fully audited as to who made the entry and when. 

In the Medicaid business, particularly for large scale systems, the trend is to move away from 

managed file transfers and toward real time APIôs for transferring data.  To reduce the number 

of interfaces, keep operations simple, and reduce implementation project risk, it would also be 

desirable to create consolidated interfaces with CMIPS wherever practical, and minimize the 

complexity of interfacing with individual county agencies.  But during EVV project 

implementation, First Data would work with OSI to develop an integration plan for all interfaces 

necessary for HHSA to realize the most benefit of the AuthentiCare® system. 

5. Describe your experience with implementing EVV systems including high-level 

timelines for implementation and training for all user populations.  Describe 

implementation challenges and lessons-learned.  Describe how to overcome 

implementation challenges.  Distinguish implementation(s) for government entities 

versus private entities.  If implemented for state entities, please identify which states 

and provide contact information. 

First Dataôs EVV Implementation  

First Data has more than 15 years of experience implementing our EVV solutions.  Our proven 

implementation methodology and system delivery lifecycle (SDLC) has been refined over the 

years through advances in technology and time-saving solutions, and offers comprehensive 

planning, experienced leadership and knowledgeable staff to plan and execute a successful 

implementation.  
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The First Data Team will confirm that the 

projectôs strategic goals are met by verifying 

that project management disciplines are 

planned and performed according to best 

practices. First Data will work closely with 

HHSA to set project expectations, drive on-

time deliverables, control budget, and most 

importantly implement the enhanced 

AuthentiCare® solution in a timely manner. 

Implementation tasks are tracked via a 

comprehensive work/project plan.  The 

implementation timeline is predicated on the 

specific requirements of the OSI and HHSA, depending on how much customization may be 

necessary. First Dataôs proven project methodologies have helped states implement systems 

successfully and soundly. First Data will work closely with OSI and HHSA to fulfill project 

expectations, meet providerôs needs, drive on-time deliverable, control the budget, and the meet 

designed implementation date.  

The AuthentiCare® product already covers most of the base EVV needs of each state, so a 

typical implementation timeline could range anywhere from 3 to 8 months.  First Data would be 

happy to discuss more examples of our experience with statewide implementations as the 

exclusive EVV vendor. First Dataôs AuthentiCareÈ solution implementation consists of six main 

phases: Project Initiation, Planning, Configuration, Deployment, Operations, and Closeout.  We 

provide a sample of a high level EVV implementation timeline below.  

 

Figure 3.4 ï Sample EVV Implementation Timeline 
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EVV User Adoption Strategy 

A large component of fostering user adoption of EVV is outreach and training, not only for the 

providers, but for other stakeholders such as HHSA staff, county agency staff, clients (or other 

Employers of Record), workers and provider agencies. First Data provides proven, quality 

educational materials and strategies that can be used to train the agency and provider 

community to understand and use the system. There are three key components of our adoption 

strategy. As shown below, these strategy pillars will accelerate adoption, maximize system 

utilization, and expedite cost savings throughout the entire implementation lifecycle. 

Outreach and Awareness 

First Data will work with the HHSA, to build an effective outreach and awareness 

communication strategy that informs EVV solution stakeholders as to what AuthentiCare® does, 

and how they can get the most out of it. First Dataôs experience with EVV will provide OSI and 

HHSA with the confidence to address any concerns or issues directly, identifying any obstacles 

to adoption. First Data will provide HHSA with communications collateral designed to address 

the top questions and concerns of the user community, and care recipients. 

Training  

For a project as large and complex as CMIPS EVV, First Data would work with HHSA to define 

a plan for training that would include several elements: 

¶ Leverage existing CMIPS tools and communications ï Particularly in the individual 

provider programs, First Data would work to make the EVV introduction a seamless 

transition from using paper timesheets.  This would include working with HHSA on updated 

CMIPS outreach and training materials that cover worker registration and interactions with 

the IVR or AuthentiCare® Mobile application. 

¶ User manuals and training slides -- First Data provides a comprehensive AuthentiCare® 

user manual, plus PowerPoint training slides that walk through key aspects of system 

operation, use, and reporting.  The intended audience of the documentation is state and 

county staff, as well as provider agency staff in agency model programs, that need more in-

depth training and reference materials.   

¶ Train-the-Trainer onsite training ï As part of system rollout, First Data will work with 

HHSA and its stakeholders to identify the correct state and county staff, and provider 

agency participants for onsite instructor-led training on AuthentiCare®, as well as 

subsequent webinars for process reinforcement. First Data uses experienced trainers, 

knowledgeable in AuthentiCare® for each session. We employ the Train-the-Trainer model, 

which encourages provider agencies and county administrators to identify a qualified 

person(s) to become the designated AuthentiCare® expert or trainer within their 

organization.  

¶ Training system for AuthentiCare® -- First Data also provides a training environment of 

AuthentiCare® that is identical to production, except that it is populated with test data. This 

can be used by providers and workers to practice and become proficient with the 

AuthentiCare® system without the fear of harming live production data. This training 

environment is also an essential tool for ongoing training of new employees.  
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¶ Webinars, web-based training, and video ï For targeted audiences and subjects, First 

Data uses web-based tools to communicate with our users on an ongoing basis, and 

address issues or problem areas as they come up.  This can take the form of webinars 

where the audience members can sign up, log in, and participate. Alternatively First Data 

can prepare web content or video that can be posted either on the AuthentiCare® or 

provided to HHSA to post on a CA-hosted site or blog. 

Training is an essential key to the successful implementation of AuthentiCare® and to a positive 

user experience. We are constantly improving and investing in our training program based on 

feedback from system users and experiences captured in live training events. In selecting First 

Data for EVV solution implementation and training, OSI and HHSA will partner with an 

organization that knows how to navigate the implementation to achieve the HHSAôs vision. 

Post-Implementation Support 

Once the implementation is complete, production level support is transferred to the First Data 

Client Services Team. First Dataôs Client Services Team will provide service coverage following 

the implementation to address any production and training issues. During this period, providers 

will be adjusting to changes and will generate a high volume of questions. First Data develops a 

staffing plan that recognizes this increased demand for support and will staff its team to help 

providers be successful with EVV. 

Implementation Challenges and Lessons Learned 

OSI and HHSA will benefit from the use of our lessons learned in previous implementations.  

Every IVR and EVV project we support gives us the opportunity to fine-tune our solution and our 

approach to implementation. We use the best practices that we develop in future projects, 

taking what we know works best and applying those practices to other agencies who can benefit 

from that experience. We also utilize lessons learned ï issues and pitfalls that were not in our 

original plans ï to continuously improve our processes and strategies that lead to more 

desirable outcomes. Below we outline some of the best practices and lessons learned we have 

experienced over the years. 

Best Practices 

¶ Phased roll-out strategy of implementation vs. a ñbig bang.ò  

Phased roll out could include separate provider users groups and/or 

different sets of EVV functionality.  This strategy was previously 

used in Oklahoma and New Mexico. 

¶ Frequent provider communication.  In addition to our resource 

materials, such as our comprehensive AuthentiCare® User Manual and our Help Desk, First 

Data hosts Provider Assistance calls where AuthentiCare updates are announced and 

provider agencies can ask any questions they may have.  The frequency of these is usually 

daily upon initial implementation of each phase and then scales back to weekly or monthly. 

¶ Verify ample time is built into the project schedule for internal, QA, and State UAT testing.  

This greatly reduces the risk of issues post implementation. 

¶ Maintain frequent communication between the First Data account manager and the OSI 

EVV project manager.  By doing this, both partners are knowledgeable of the latest status of 
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any outstanding items.  This communication is not exclusive to the standing project 

meetings; it also includes more informal touch points. 

¶ First Data is the AuthentiCare and EVV expert.  Because of this, when there are decisions 

that need to be made, not only will First Data provide the alternatives to OSI and HHSA, but 

also the pros and cons, risks, and the expected outcome of each option.  First Dataôs past 

experience allows for its clients to make informed decisions based on our EVV experience. 

Lessons Learned 

¶ If an implementation is going to substantially increase the use of 

a particular product function, then additional test cases and 

testing time should be built into the project schedule.   

¶ Set realistic, achievable dates in the project schedule.  When a 

date becomes ñat risk,ò raise that risk as soon as possible so mitigation strategies can be 

utilized. 

¶ While First Data typically contracts with a State department, such as OSI, the heavy end 

users of AuthentiCare are the home health providers.  Because of this, the needs of the 

providers should be considered.  This will assist in a successful implementation.   

¶ Train First Data Help Desk associates in the nuances of each instance of AuthentiCare.  

While AuthentiCare is a product; the exact use of the features differs from state to state.   

¶ Schedule ample time for review of all training materials.  This allows for updates and 

feedback to be made, while confirming the materials will be finalized before they are 

published to the provider community. 

 

6. Describe how to overcome implementation challenges inherent to California such as 

the change management for a large and vulnerable population.  Describe mitigation 

strategies that could be used to address challenges. 

The First Data Team understands the nature and scope of this project. We are aware of the 

challenges and complexities that are involved in a project of this magnitude, as we have 

performed this type of work with numerous other states. We have successfully delivered similar 

services for our other government clients on large, mission critical projects across the country.  

Based on this experience, First Data has formulated a national knowledge center of best 

practices, project management methods, tools and techniques, lessons learned, and sample 

deliverables from our previous projects. This knowledge center is a collection of methodologies 

and tools that First Data utilizes and makes available to enhance the productivity of our staff and 

our clientsô project teams. We believe this knowledge base, coupled with our experienced staff, 

will provide the State with an approach that can add immediate value as part of the EVV Project. 

To successfully meet the goals and objectives of this effort, efficient project administration and 

effective communications are of primary importance. The First Data Team understands the 

relationship between the technical and business dimensions of a large-scale project, and that it 

is a complex proposition. We offer capabilities that allow clients to mobilize resources quickly, 

strategically align project tasks with business needs, and execute technical initiatives in a timely, 

cost-effective fashion.  In doing so, we enable organizations to address the risks and anxieties 
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associated with these types of endeavors, and create a framework for approaching the project 

with confidence. 

First Dataôs mitigation plan is based on sound project management principles and diverse 

implementation experiences. Our plan includes strong emphasis on risk trigger identification.  

Triggers or early warning signs are acknowledged in the risk identification process and are 

tracked through mitigation. Our plan describes efforts to identify risks, analyze them using 

numerical scoring to assess impact and probability, response planning, and mitigation 

monitoring. Elements of our plan include: 

Risk Identification When to identify, categorize and assign risks 

Risk Analysis Calculate probability, impact, level of control and prioritization 

Risk Response Decisions to avoid, transfer, mitigate or accept risk 

Risk Monitoring 
and Control 

Tracks the progress of risk mitigation and status changes 

Risk 
Communication 

Reporting on risk in downtime event status reports, including appropriate 

escalation 

Table 3.4 - Elements of Risk Management Plan 
 

First Data will leverage our subject matter experts during a critical event to assist in the 

identification and mitigation of risk and share the risks and resolutions as needed in status 

meetings with the State. 

7. Discuss strategies you have employed to garner customer satisfaction and include 

any satisfaction survey data, if available. 

First Data strives to serve our clients with excellence. From project delivery to post-production 

support, our team members have visibility and input into lessons learned and process and 

product improvements that drive customer satisfaction. 

First Data holds provider assistance calls and requests feedback from the end users of the 

system. These open forums allow the end users to suggest enhancements to the product to 

allow it be more beneficial for their use. Many of ideas from these forums have been translated 

into key components of the ever expanding AuthentiCare® product. 

The First Data Client Services Help Desk is committed to being our clients' valued business 

partner in support of First Data products and services. Questions or incidents that require 

assistance or expertise outside of the Help Desk interaction are logged into a centralized 

ticketing system that is managed by the First Data Client Services Help Desk and follow a 

formal escalation process that notifies all AuthentiCare® team members of the opportunity and 

actions associated with the question or incident.  

We are constantly improving and investing in our system and people based on feedback from 

system users and experiences captured in live training events, incident review, and monthly 
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client scorecard metrics, to make improvements to our AuthentiCare® User Manual, Training 

Modules, and Help Desk team skills.  

8. Describe the response to your EVV from a wide range of Recipients and Providers 

with a wide range of disabilities including blind and deaf and/or low literacy levels. 

For providers that record services, activities, and recipients observations during their visits, 

offering both a voice solution (IVR) and a visual/tactile solution (mobile app) in AuthentiCare® 

allows providers to select the channel that best meets their abilities. The IVR is available with 

English and Spanish. Other languages can be added as needed. The mobile app is very simple 

to use, with touch menus and checklists for making selections easily. 

For provider office staff and state administrators, the AuthentiCare® website includes a number 

of assistive features and hovers, and supports assistive technologies: 

¶ Keyboard access without mouse control 

¶ Mouse and keyboard control are interchangeable 

¶ Screen reader (i.e. JAWS) access 

¶ Text to Speech (i.e. Dragon) access 

¶ Screen Magnification (i.e. Zoom text) access 

First Data has obtained third party ADA Section 508 certification for the web site. 

9. Discuss ongoing maintenance of EVV systems. 

Once the updated AuthentiCare® platform solution has been fully implemented, including 

successful completion of all user acceptances testing by the State, First Data assumes 

responsibility for effectively maintaining the functionality and performance of the solution as 

accepted by OSI.   

Ongoing maintenance includes making minor changes to data entry specifications or tracking 

software requiring less than 100 hours of support staff resource.  Ongoing solution maintenance 

is considered a component of the AuthentiCare® platform solution and will not generate an 

additional charge to OSI.  More extensive changes are documented as a change request, and 

go through normal project change control procedures. 

10. Describe if/how the EVV solution can leverage the current IHSS Portal with the ETS 

feature and the pros and cons of doing so. 

The implementation model for the individual model programs that maximizes use of the IHSS 

portal, ETS, and CMIPS IVR investments would be for First Data AuthentiCare® to supply raw 

EVV data to a new CMIPS interface that accepts time clock punches ï check ins and 

checkouts.  These transactions could be passed to CMIPS in a near real time secure web 

service, as First Data has been doing since 2013 in another state.  CMIPS would use these to 

build timesheets that could pass through existing, multi-channel CMIPS editing, review, and 

approval processes that are familiar to the individual Provider community ï including using the 

IHSS portal or ETS app.  In this model, EVV simply acts as a replacement for paper, and for 
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creation of NEW time sheet entries from the point of view of the Providers, so it should be easily 

accepted.  First Data believes this would be a relatively easy implementation, with the main 

project risks being in scaling for transaction volume, not functionality. 

There are some design factors that OSI might consider for the IHSS portal and the ETS 

application based on First Dataôs experience in feeding EVV data a state-owned provider portal 

in another state: 

¶ Recording times, not durations -- In other states, since workers are hourly non-exempt, 

for FLSA record keeping compliance portals are required to capture the start and end times 

of service ï like time clock punches.  A time sheet entry for X hours duration sometime on 

Tuesday was not considered compliant.  OSI may want to consult with the Department of 

Labor in California as to their interpretation of the USDOL regulation for hourly record 

keeping. 

¶ EVV Compliance considerations ï If the workers have unlimited entry of timesheet 

information in a portal or ETS application, it is providing a method for them to bypass using 

EVV at all, and still get paid.  In this case, HHSA never gets validation of the time and 

location of care.  In one state, new workers are allowed a 30 day grace period to learn to 

use EVV, and then only allowed edits for six ñstrikesò per year thereafter.  HHSA may want 

to implement similar logic in the portal, or attach an exception to entries entered or edited in 

the portal, so that the care management agency can see and address cases of worker non-

compliance.  

¶ Mobile App consolidation ï It would be desirable for EVV Mobile App users to only need 

ONE mobile app -- AuthentiCare® -- and not two.  Given more information about what ETS 

does, First Data can explore adding any missing functions to AuthentiCare® to eliminate the 

need for mobile app users to navigate two apps. 

11. Describe how an EVV solution can be effectively implemented for both the Individual 

Provider and Agency Provider employment models. 

First Data believes that options 1, 3, and 5 on RFI pages 11 and 12 represent standard 

implementation approaches for the AuthentiCare® platform.  Common to all three options, First 

Data would work with OSI to develop an integration plan to load and maintain key reference 

information into AuthentiCare® using managed file transfers or web services: 

¶ Recipient enrollments 

¶ Provider and worker enrollments 

¶ Authorized services for recipients 

¶ Authorization referrals to providers (who 

is to provide the service) 

¶ Optional data (such as Case Managers)

This reference data component is common to all options.  Under HIPAA rules data feeds from 

CMIPS should be filtered to include only enrollments relevant to EVV services, and not 

necessarily whole waiver populations. 

Option 1. Leverage IHSS Portal for Individual Provider Model 

In this option, AuthentiCare® would send check in and checkout EVV punches to CMIPS in lieu 

of workers filling out and submitting timesheets.  In order to allow the Recipient and Provider to 

ñuse the IHSS Portal anytime to check the number of hours automatically collected by EVVò the 
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requirement would be best served by sending punches in real time using a web service API.  

The OSI-proposed IHSS portal notifications would supplement existing optional email alerts and 

Mobile App functionality to help Providers stay within their authorized hours.  Key API functions 

for this configuration have been in full volume Production in another state since 2013. 

Option 3. Agency Provider Model 

This option uses a full-feature AuthentiCare® implementation where Provider agencies enroll 

their workers and the workers use EVV to collect hours.  An administrator at the agency reviews 

claims in the AuthentiCare® web application, resolves exception situations (e.g. missing 

punches), and confirms claims for billing.  AuthentiCare® submits the claims to the appropriate 

FI that is authorized to pay the claim using ANSI standard 837P or 837I transactions.  The 

Provider can upload their 835 from the FI to view payment information in AuthentiCare®.  This 

option parallels how EVV is used in several states. 

Option 5. Leverage Solution for Home Health Care 

As long as the Home Health Care services follow the same general business rules as other 

HHSA services, adding Home Health Care to the system is a simple process: 

¶ Configure the services, as well as activities and observations. 

¶ Obtain language translations and IVR phrases. 

¶ Complete testing and user acceptance. 

¶ Enroll new providers, workers, clients, and authorizations (usually a data feed). 

¶ Train the providers and workers in use of the system. 

¶ Provide support as the providers and workers board and use the system. 

This process is best performed incrementally once the system is in production.  First Data 

recently added 7 services and child autism waiver providers in one of our states in about 8 

weeks.  

12. Describe your business model (e.g., Software as a Service, Commercial Off-the-Shelf, 

Modified Off-the-Shelf, custom built, transactional). 

The AuthentiCare® platform is a Software as a Service (SaaS) solution designed to support the 

business rules of unique Medicaid programs in various states across the country, with each 

state having the platform modules relevant to their needs. It is a flexible solution that supports 

numerous programs and supports different business roles across those programs and the 

services provided, based on each stateôs requirements. The benefit of a SaaS solution is that 

custom software development is typically not required with AuthentiCare® because it is 1) a 

product;  2) business rules are defined via configuration setup screens; and 3) the solutions 

standards of AuthentiCare® have a proven track record in states including South Carolina, 

Kansas, New Mexico, Oklahoma, and most recently Alabama. 

The system platform is flexible with the ability to support multiple interfaces for the purpose of 

receiving client and provider enrollment data, assigned case manager agency data, and 

authorization details. This highly configurable system supports services, authorizations, and 

business rules. It is also capable of supporting scheduling, exceptions, late and missed visit 
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notifications, and claim submission. First Data continually improves its design and delivery of 

the hosted services, and implements quality assurance processes and procedures necessary to 

allow AuthentiCare® to perform in accordance with industry standards 

13. Describe the costs and fee structure of EVV solution(s) for customers with 

requirements comparable to the IHSS, WPCS, and other HCBS Waiver programs.  

Differentiate between Individual Provider and Agency Provider employment models.  

Identify both one-time and on-going costs.  Describe how the cost model would scale 

up to accommodate the large number of IHSS and WWPCS Providers. 

First Data is flexible in how the AuthentiCare® solution can be priced.  Typically, this includes 

an up-front implementation cost and then ongoing transactional costs.  Transactional costs can 

be based on number of visits (check in and check out) or eligible clients receiving care. 

14. Describe how the EVV solution for personal care service that must be implemented in 

2019 could be expanded to accommodate the 21st Century Cures Act home health 

care service EVV requirement by January 1, 2023. 

As described above, as long as the Home Health Care services follow the same general 

business rules as other HHSA services, adding Home Health Care to the system is a simple 

process: 

¶ Configure the services, as well as activities and observations. 

¶ Obtain language translations and IVR phrases. 

¶ Complete testing and user acceptance. 

¶ Enroll new providers, workers, clients, and authorizations (usually a data feed). 

¶ Train the providers and workers in use of the system. 

¶ Provide support as the providers and workers board and use the system. 

First Data added a collection of home therapy services in one state and brought the providers 

on board in about 10 weeks.  If there are significant business rule differences to implement 

some Home Health services, one would allow additional weeks to configure and test a business 

rules engine plug-in to model and implement the new rules. 

To add services, OSI would initiate a Change Request through the First Data Change Control 

process.  First Data would provide a system concept along with cost and time estimates. 

15. Describe the different means of communication (e.g., notifications) the system is 

capable of producing such as letters, e-mail, text, and phone in multiple language 

formats for visually and hearing disabled including large font, braille, and audio text. 

For critical care services (or any service selected by Medicaid), AuthentiCare® has the ability to 

issue an automated alert when those services are late or missed so that a qualified back-up 

worker may be dispatched.  Automated alerts may be sent via email to designated recipients.  

Support coordinators, provider agencies, emergency back-up workers or State staff may be 
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notified that a critical service has not been delivered.  The timeframe for defining when a visit is 

considered to be early, late, or missed is easily configurable.  

16. Describe how your system is kept current and how it keeps up with technology 

changes. 

The AuthentiCare® system was built with program flexibility in mind and was designed with the 

flexibility to allow configuration changes to be easily implemented throughout the EVV solution.  

AuthentiCare® is a configurable, flexible solution designed to support the business rules of 

unique Medicaid programs across the country, limiting the need for system customization when 

supporting many different state policies and procedures as the technology changes.  

 

 

 

 


